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Abstract. With the embedding of EEG (electro-encephalography) sen-
sors in wireless headsets and other consumer electronics, authenticating
users based on their brainwave signals has become a realistic possibility.
We undertake an experimental study of the usability and performance
of user authentication using consumer-grade EEG sensor technology. By
choosing custom tasks and custom acceptance thresholds for each sub-
ject, we can achieve 99% authentication accuracy using single-channel
EEG signals, which is on par with previous research employing multi-
channel EEG signals using clinical-grade devices. In addition to the us-
ability improvement offered by the single-channel dry-contact EEG sen-
sor, we also study the usability of different classes of mental tasks. We
find that subjects have little difficulty recalling chosen “pass-thoughts”
(e.g., their previously selected song to sing in their mind). They also
have different preferences for tasks based on the perceived difficulty and
enjoyability of the tasks. These results can inform the design of authen-
tication systems that guide users in choosing tasks that are both usable
and secure.
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1 Introduction

Advances in EEG (electro-encephalography) bio-sensor technologies have opened
up brainwave research and application development at an unprecedented level in
recent years. Traditionally, EEG data capture has been performed in clinical set-
tings using invasive probes under the skull or wet-gel electrodes arrayed over the
scalp. Now, similar data can be collected using consumer-grade non-invasive dry-
contact sensors built into audio headsets and other consumer electronics. This
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opens up immense possibilities for using brainwave signals in different applica-
tion domains. Originally limited to neuroscience research and clinical treatment
of neurological diseases, EEG technologies are now being deployed for education,
training, entertainment, and other ubiquitous computing applications.

Given the growing commercial availability of this technology, an important
research agenda is to develop and evaluate different practical methods for reg-
ular users to apply their own brainwave data, in everyday (i.e., non-laboratory)
settings, for different computer-based applications. In this work, we take a first
step by focusing on the problem of user authentication using brainwaves. We
propose and evaluate different classes of mental and/or motor tasks that users
may perform while wearing a headset with EEG sensors. In addition to col-
lecting EEG data from human subjects as they performed these tasks, we also
collected experimental and questionnaire data to measure the usability of the
tasks. Taken together, we compare the performance of different mental/motor
tasks using metrics for signal similarity, authentication accuracy, task difficulty,
task enjoyability, and task repeatability.

We make a significant departure from previous EEG-based authentication
studies by studying the efficacy of single-channel as opposed to multi-channel
EEG signals. Modern clinical EEG systems employ dense arrays of electrodes to
provide 32, 64, 128, and 256 channels of EEG data. In contrast, for our exper-
imental study, we use a consumer-grade headset that provides a single-channel
EEG signal. Specifically, the Neurosky MindSet [1] places a single dry-contact
sensor over the left frontal lobe region of the brain (Figures 1 and 2). Other than
the EEG sensor, the headset is indistinguishable from a conventional Bluetooth
headset for use with mobile phones, music players, and other computing devices.
The headset can be purchased in the market for approximately $100.

Fig. 1: EEG Headset Used in the Study: Neurosky MindSet

The headset form factor and the non-intrusiveness of the sensor imply a
significant lowering of the usability barrier for EEG-based authentication. On



Usability and Security of Authentication Using Brainwaves 3

the other hand, does the switch from multi-channel to single-channel signals
lead to information loss that may render EEG-based authentication infeasible?
This is a key motivating question of our study.

Our first key finding is that single-channel EEG signals do exhibit patterns
that are subject-specific. Using standard measures of statistical similarity, we
find higher signal similarity within subjects than across subjects. This is true
across different mental tasks performed by the subjects; and it is true even for
the brainwave signals of the same subjects that were collected over different
experimental sessions on different days.

Our second key finding is that single-channel EEG authentication can be
just as accurate as multi-channel EEG authentication. Leveraging our first find-
ing, we propose and evaluate a suite of threshold-based authentication protocols
that makes accept/reject decisions based on statistical similarities of signals. By
combining the use of custom tasks and custom thresholds for each user, we can
reduce false error rates down to the 1% level, which is comparable to the error
rates achieved with multi-channel EEG signals.

Our third key finding is that neither signal similarity nor authentication
performance are significantly affected by the categories of mental tasks performed
by the subjects. In particular, personalized mental tasks (e.g., sing their favorite
song silently, focus on their personal pass-thought) do not produce higher signal
similarity or authentication accuracy over mental tasks that are common to all
subjects (e.g., close eyes and focus on breathing).

On the other hand, as our fourth key finding, we find that the different cate-
gories of mental tasks score very differently in terms of user-perceived difficulty
and enjoyability. When asked to choose a mental task that they would be willing
to repeat on a daily basis, different subjects assign different weights to difficulty
and enjoyability in making their choice. However, recall rates are consistently
high for those mental tasks that require the subjects to remember their chosen
secrets across sessions.

Taken together, these findings suggest that designers of EEG-based authenti-
cation systems do not have to make a hard choice between security and usability.
The authentication system should be designed to allow users to experiment with
different categories of mental tasks, so that each user repeats a customized task
– one that they find easy and enjoyable, but that is also capable of producing
high authentication accuracy.

2 Related Work

This research draws upon foundations and recent advances in multiple disci-
plines, ranging from neuroscience, human-computer interaction, computer secu-
rity, signal processing, and machine learning. To the best of our knowledge, this
work is the first experimental study of the usability design of brainwave-based
authentication.
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Fig. 2: Electrode placements for the International 10-20 Standard. The placement of
the Neurosky Mindset electrode corresponds to the Frontal Polar 1 (Fp1) location.

2.1 Brainwave-based Authentication

The use of brainwave signals for user authentication has received widespread
attention in recent years. Thorpe et al. motivate and outline the design of a “pass-
thoughts” system [17]. By thinking of a pass-thought rather than typing in a
password, this method of authentication promises numerous security advantages,
including the resistance to dictionary attacks and shoulder-surfing.

A number of researchers have separately established the feasibility of using
EEG signals to classify and/or authenticate users. With a focus on accuracy, they
apply a range of statistical, signal processing, and machine learning techniques
on multi-channel EEG signals. Poulos et al. use an artificial neural network to
classify 4 subjects based on their EEG signals [16]. Marcel and Millan employ
gaussian mixture model and maximum a-posteriori model for authentication
with 9 subjects [12]. Palaniappan achieved 100% accuracy in classifying 5 sub-
jects using a linear discriminant classifier [14], as well as zero False Acceptance
Rate (FAR) and zero False Rejection Rate (FRR) using a two-stage threshold-
based authentication process [15]. In each of these studies, the EEG data are
captured using clinical-grade multi-channel sensors. More recently, Ashby et al.
achieved 100% authentication accuracy with 5 subjects using consumer-grade
multi-channel sensors [3]. In each of these studies, all the subjects performed
identical tasks, ranging from baseline relaxation to imaginary motor movement,
visualization, and solving math problems. None of these studies addresses task
personalization or system usability.

2.2 Usability of Novel Authentication Systems

It is well understood that authentication systems must strike a balance between
security and usability. Many security solutions fail not because of any flaw in
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the underlying technical design, but because of difficulties faced by humans in
using the system in real-world settings as intended by the system designers. For
example, users may find it difficult to remember one different password for each
account they own, and resort to writing down the passwords on paper, thereby
introducing new vulnerabilities to the system.

Such considerations underpin the development of graphical passwords as us-
able alternatives to text-based passwords [4]. In systems such as Draw-A-Secret
[11], Deja Vu [7] and Passfaces [2], users authenticate themselves via recalling or
recognizing images, rather than typing in a sequence of alphanumeric characters
as in traditional password-based systems. A key usability metric for these sys-
tems is recall, i.e., the ability for users to remember their chosen secrets (e.g.,
images, faces) over different experimental sessions that are separated by peri-
ods of days or weeks. Usability studies demonstrate far higher recall rates for
graphical passwords than for text passwords [7, 5]. In our experiment, we also in-
vestigate the ability for users to recall their chosen pass-thoughts across different
sessions.

More generally, the different approaches to biometrics, including fingerprint-
ing, iris scanning, facial recognition, voice recognition, each introduce different
usability challenges and opportunities [6]. With the embedding of EEG and other
bio-sensors into mobile phones, headsets, wearable computing devices, and other
consumer electronics, the collection of brainwave signals for authentication and
other purposes may become more natural and less intrusive than the collection
of fingerprints, voice samples, and other biometric signals.

2.3 EEG and HCI

Research in brain-computer interface (BCI) has established the feasibility of
using EEG signals to control computers and other devices. BCI systems can
reliably evoke and measure event-related potentials (ERP) such as the P300,
and use them to spell words and move computer cursors based on a user’s intent
[8–10, 13]. This proves very valuable in restoring the ability to communicate for
patients suffering from the locked-in syndrome and other neurological diseases,
and can be generalized to healthy users as well. While our work does not seek
to infer user intent from their EEG signals, our choice of user tasks involving
external stimuli are informed by the efficacy of eliciting and capturing these
event-related potentials.

3 Experiment

3.1 Overview

Our research involved human subjects, and our experimental procedures were
approved by an Institutional Review Board. We recruited a total of 15 subjects
to participate in our study, all of whom were UC Berkeley undergraduate or
graduate students. Each subject met with two investigators in a quiet, closed-
room setting for two 40-50 minute sessions on separate days. We briefed subjects
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on the objective of the study, fitted them with a Neurosky MindSet headset,
and provided instructions for completing each of seven tasks. As the subjects
performed each task we monitored and recorded their brainwave signals.

3.2 Tasks

The following tasks were repeated five times in each session for each subject.

Breathing Task (breathing) Subjects close their eyes and focus on their
breathing for 10 seconds.

Simulated Finger Movement (finger) Subjects imagine in their mind that
they are moving their right index finger up and down in sync with breathing,
without actually moving their finger, for 10 seconds.

Sports Task (sport) Subjects select a specific repetitive motion from a sport
of their choosing. They then imagine moving their body muscles to perform the
motion, for 10 seconds.

Song/Passage Recitation Task (song) Subjects imagine that they are singing
a song or reciting a passage for 10 seconds without making any noise.

Eye and Audio Tone Task (audio) Subjects close their eyes and listen for an
audio tone. After 5 seconds, the tone plays; upon hearing the tone, the subjects
open their eyes and stare at a dot on a piece of paper in front of them for an
additional 5 seconds.

Object Counting Task (color) Subjects are asked to choose one of four
colors – red, green, blue, or yellow. They are then shown on a computer screen
a sequence of six images. Each image contains a 5x6 grid of colored boxes. As
each grid appears, subjects count, silently in their mind, the number of boxes
corresponding to their chosen color. A new grid appears after each 5 seconds.
The task continues 6 rounds for a total of 30 seconds.

Pass-thought Task (pass) Subjects are asked to choose their own pass-
thought. A pass-thought is like a password; however, instead of choosing a se-
quence of letters and numbers, one chooses a mental thought. When subjects
are instructed to begin, they focus on their pass-thought for 10 seconds.
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3.3 Questionnaire

In addition to the brainwave data, we also asked subjects a series of survey
questions. At the end of each session, we asked the subjects to select the one task
(out of seven) that they would be most willing to repeat every day. After subjects
completed both sessions, we asked them to rate each of the tasks according to
the following binary choices: (i) difficult or easy, and (ii) enjoyable or boring.

3.4 Brainwave Data

As subjects completed each task, we recorded their raw EEG data on a computer.
The data was transmitted via a bluetooth network connection from the headset
to the computer. The raw data includes single-channel EEG signals in both the
time and frequency domains. We specifically use the power spectrum data, a two-
dimensional matrix which gives the magnitude of the signal for every frequency
component at every point in time. With 15 subjects repeating seven tasks, five
times per session, and two sessions per subject, we have a total of 1050 brainwave
data samples.

3.5 Data Preprocessing

Before performing any analysis on the brainwave data, we first pre-process the
power spectrum data to compress the samples. In the temporal dimension, we
extract only the middle five seconds out of the total ten seconds of each recorded
signal (the exception is the color task, for which we chose a five-second section
corresponding to a specific image). In the frequency dimension, we extract only
the data corresponding to the alpha wave (8-12 Hz) and the beta wave (12-30
Hz) ranges of the signals. We apply our analysis to both ranges.

The second step in our data preparation is to take this two dimensional
signal and compress it into a one dimensional signal. Our chosen compression
method flattens the signal in the time dimension – specifically, for each frequency
component, we compute the median magnitude corresponding to that frequency
component over all time. The end result is a one-dimensional column vector
with one entry for each measured frequency. This column vector representation
is how brainwave samples are stored and manipulated within the authentication
system.

4 Data Analysis

After collecting and processing the brainwave data, we begin evaluating the
effectiveness of the signals in the context of authentication. This problem requires
us to distinguish the signals among different subjects.

We begin by quantifying the similarity between two signals u and v as the
cosine similarity of the vector representation of the signals, given by the equation:
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similarity(u, v) =
u · v
‖u‖‖v‖

.

Similarity gives a value between 0 and 1, where a similarity of 1 would indicate
a perfect match.

We next define two additional notions related to similarity – self-similarity
and cross-similarity. Self-similarity refers to the similarity of signals within a
single subject, while cross-similarity refers to the similarity of signals between
different subjects. Our hypothesis is that self-similarity should be consistently
greater than cross-similarity for all subjects, in all tasks. If this is true, we will
be able to leverage this difference in our authentication system.

For a fixed task t and given subject s, we define the self-similarity of s in t
to be the average of the similarity of every possible pair of samples belonging to
s. Likewise, for a fixed task t and given subject s, we define the cross-similarity
of s in t to be the average of the similarity of every possible pair for which one
sample in the pair belongs to s and the other sample does not belong to s.

Table 1 displays the results of testing our similarity metric. For a given
subject, we compute his or her self- and cross-similarity for every task, and then
take the average of these values. The final average is the number displayed under
the Self and Cross columns. Lastly, we look at the relative difference between
self- and cross-similarity for each subject rather than the absolute difference.
The last column corresponds to the percent difference between the Self and
Cross columns.

From these results, we can make a few observations. First, self-similarity is
higher than cross-similarity for all subjects, which is an important pre-requisite
in using this metric in our authentication system. Second, there is noticeable
variation in percent difference between the 15 subjects. This second result will
be used in improving our protocol.

Next, Table 2 gives an alternative visualization of our results. For a given
task, we compute the self- and cross-similarity of each subject, and then take
the average over all subjects. This gives similarity values associated with tasks
rather than subjects. Again, we can see that self-similarity is higher than cross-
similarity in all cases. Interestingly, we can observe that the variance in difference
in Table 1 is higher than the variance in difference in Table 2. This suggests
that the similarity measure has greater variation between subjects than between
tasks.
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Table 1: Similarity Comparison of
Subjects

Self Cross Percent
Subject Similarity Similarity Difference
subject 0 0.7207 0.6653 7.99%
subject 1 0.7268 0.6745 7.46%
subject 2 0.7014 0.6602 6.05%
subject 3 0.7577 0.6397 16.89%
subject 4 0.7232 0.6617 8.88%
subject 5 0.6771 0.6702 1.02%
subject 6 0.7147 0.6264 13.17%
subject 7 0.7253 0.6817 6.20%
subject 8 0.7368 0.6828 7.61%
subject 9 0.6941 0.6435 7.57%
subject 10 0.7161 0.6847 4.48%
subject 11 0.7142 0.6816 4.67%
subject 12 0.711 0.6817 4.21%
subject 13 0.7028 0.6106 14.04%
subject 14 0.7099 0.6702 5.75%

Table 2: Similarity Comparison of
Tasks

Self Cross Percent
Task Similarity Similarity Difference
breathing 0.7304 0.6834 6.65%
finger 0.7282 0.6567 10.33%
sport 0.7144 0.676 5.52%
song 0.7013 0.6498 7.62%
audio 0.7283 0.6637 9.28%
color 0.6664 0.599 10.65%
pass 0.6931 0.632 9.22%

5 Authentication

5.1 Problem Definition

The authentication problem is also referred to as the user verification problem.
Given an (identity, sample) pair, the authentication system must determine if
the sample provides a legitimate match to the identity.

Authentication systems make two types of errors: False Acceptance (FA)
errors occur when the system accepts an impostor, while False Rejection (FR)
errors occur when the system rejects an authorized user. The performance of an
authentication system can thus be measured in terms of its False Acceptance
Rate (FAR) and False Rejection Rate (FRR). The two error measures are often
merged to form the Half Total Error Rate (HTER), defined as:

HTER = (FAR + FRR)/2.

5.2 Testing Schema

Before discussing the implemented authentication protocols themselves, we briefly
describe our testing schema used to evaluate the performance of the protocols.
Recall that for each task and subject we collected and processed 10 brainwave
samples. Our testing schema randomly selects 5 of these samples (for each task
and user) to train the authentication protocol. The remaining samples are used
to test the protocol.

Evaluating FRR To assess false rejection we may focus our attention on a
single user at a time. Given a specific task, each user has only 5 samples in the
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testing set for that task, and our testing schema runs the relevant authentication
protocol on each of them along with the user’s correct identity. If the protocol
were to work perfectly it would always accept these (user, sample) pairs. The
FRR is computed as the average percentage of such tests that do not accept,
taken over all matching pairs of users and samples in the test set.

Evaluating FAR To assess false acceptance we must focus on many users at a
time. Indeed as there is only one legitimate user but many potential impostors,
there are many more opportunities for false acceptance than for false rejection.
Given a specific task and user, our testing schema randomly selects 5 samples
that do not match the user, and runs the relevant authentication protocol on this
set of false (user, sample) pairs. If the protocol were to work perfectly it would
always reject these pairs, and the FAR is computed as the average percentage
of such tests that incorrectly accept.

5.3 Protocols and Results

Baseline Protocol Our baseline protocol will also be referred to as the Com-
mon Task Common Threshold protocol. In this system, all brainwave samples
correspond to a single, fixed task. We then choose a common threshold T to be
used for all subjects.

The core authentication mechanism is as follows: a user provides as input
his claimed identity and brainwave sample. We compute the value selfSim to
be the average similarity between the given sample and all 5 samples known to
belong to the user. We then randomly select a set of 5 samples such that none of
the samples in this set belong to the user. Next, we compute the value crossSim
to be the average similarity between the given input sample and the samples in
this new set. Finally, if the percent difference between selfSim and crossSim
is greater than or equal to T , we accept the authentication attempt. If not, we
reject it.

Table 3 shows the result of testing the baseline protocol for each of the tasks.
Although the protocol performs better than random guessing, it is still far from
practically usable. At best, the HTER is at .322 for the audio task. We also
observe that FAR is lower than FRR for every task (and for most tasks, many
times lower), which implies the current protocol is more effective at determining
impostors than confirming legitimate users. In the following sections, we explore
improvements over the baseline protocol.
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Table 3: Authentication with
Common Thresholds

Task FAR FRR HTER
breathing 0.156 0.578 0.367
finger 0.044 0.733 0.389
sport 0.089 0.644 0.367
song 0.155 0.578 0.367
audio 0.244 0.400 0.322
color 0.244 0.622 0.433
pass 0.356 0.400 0.378

Table 4: Authentication with
Customized Thresholds

Task FAR FRR HTER
breathing 0.000 0.280 0.140
finger 0.067 0.120 0.093
sport 0.027 0.187 0.107
song 0.000 0.093 0.047
audio 0.027 0.147 0.087
color 0.120 0.440 0.280
pass 0.000 0.120 0.060

customized 0.000 0.022 0.011

Customized Threshold Our first improvement over the baseline is the Com-
mon Task Customized Threshold protocol. This new protocol is nearly the same
as the baseline except for one key difference – rather than comparing against a
common threshold T , we compare against Ti, a customized threshold optimized
specifically for user i.

The first seven rows of Table 4 show the results of testing the performance
of this new protocol for each of the tasks. With customized thresholds, we were
able to decrease FRR significantly for every task, and in almost every case, we
did not sacrifice performance with regards to FAR – the lone exception is the
finger task, for which FAR actually increased when customized thresholds were
implemented. Overall however, the HTER of the finger task decreased as well.

Further, we were able to achieve a reasonably high success rate for nearly all
tasks. Put another way, these results do not suggest that there is one particular
kind of task that is definitively most effective for authentication.

Customized Task Customized Threshold Our final protocol is the Cus-
tomized Task Customized Threshold protocol. In the previous two protocols,
the chosen task was fixed for all subjects. We add an additional step of pre-
computation in which we determine for each subject, the optimal task to maxi-
mize the difference between self and cross similarity for the subject. Then, within
that task we determine the optimal threshold specific for that subject, as above.

The last row in Table 4 shows the result of using customized tasks. This ver-
sion of the protocol outperforms every instance of using common tasks, achieving
an HTER of 1.1%. The success of the customized task protocol further reinforces
our belief that there does not exist one single task that is the best to use for
authentication.

Additionally, we can remove tasks one-by-one from the pool of tasks consid-
ered by the protocol and observe how this affects performance. In one instance,
we were able to reduce the pool of tasks to only two – specifically breathing and
audio – and still maintain the same HTER of 1.1% as when all seven tasks are
used.
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6 User Identification

We next consider the more challenging problem of user identification, i.e., given
a brainwave signal, can we identify the user to which the signal belongs. This
corresponds to the classification problem in machine learning, and we apply stan-
dard classification techniques to our data. As in our approach to authentication,
we first prepare a truncated signature for each trial by restricting to alpha wave
and beta wave frequencies, and averaging across the middle portion of the time
domain.

Our testing schema is then as follows: we select one trial signature to be
a testing sample. The remainder of the trial signatures are treated as training
samples, i.e., we assume the subject identities of these signatures are known. We
ask our classifier to classify the testing sample, and record whether the classifier
identified the correct subject. This process is repeated for every trial signature.

Our classifier is a basic adaptation the K-Nearest Neighbors (KNN) algo-
rithm for coloring graphs. Given a complete graph with distances between each
node and with all but one node colored, the KNN algorithm colors the uncolored
node with the most common color among its K nearest neighbors. If there is a
tie among colors in the nearest neighbor set, we restrict to nodes having those
tied colors, and run the algorithm again with K decremented. Any ties remain-
ing when K = 1 are resolved by a fair coin flip. Our adaptation of this algorithm
has trial signatures as nodes, subject identities as colors, and Cosine Similarity
as the distance metric.

Figure 3 summarizes the classification success rates for K = 5. The classifier
generally does two to three times better than random guessing. (Since there are
15 colors, random guessing has a classification success probability of 1

15 ≈ 6.7%.)
The audio, sport, and color tasks have the best overall classification rates. For
example, the classifier can correctly identify a user 22% of the time based on
EEG samples from the audio task. This corresponds to a 3.3x improvement
over random guessing. Nonetheless, a 22% success rate still falls far below levels
acceptable for practical user identification systems.

The reason for the discrepancy in performance between user authentication
and user identification is instructional. For user authentication, we can pick cus-
tom tasks that provide the highest authentication accuracy for each subject. For
user identification, on the other hand, knowledge of which task was performed
for a given EEG sample does not help in the classification at all.

7 Usability

There are two dimensions of usability to consider: the usability of the EEG
hardware, and the usability of the mental tasks.

In terms of hardware, a single-channel EEG sensor in the form of a dry-
contact electrode integrated with a wireless headset is much less intrusive than
an array of electrodes that must be carefully placed over the scalp. Having es-
tablished that single-channel EEG signals collected with consumer-grade EEG
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Fig. 3: Classification Performance (random-guessing = 1.0)
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sensors over a range of mental tasks can provide the same level of authentica-
tion accuracy as multi-channel EEG signals collected with clinical-grade EEG
sensors, we can posit that the usability vs. security tradeoff is now tipping in
favor of the consumer-grade single-channel approach.

Let us turn to the usability of the mental tasks. At the conclusion of the sec-
ond experimental session, each of the fifteen subjects was asked in a questionnaire
to rate each of the seven tasks as either “difficult” or “easy”, and as “boring”
or “enjoyable”. The responses are summarized in the first three columns of Ta-
ble 5. For example, seven of fifteen subjects found the pass task to be difficult
to perform, because their chosen pass-thoughts involve feelings or events that
proved hard to repeat on a consistent basis. Similarly, seven of fifteen subjects
found the sport task to be difficult to perform, because they found it unnatural
to imagine the movement of their muscles without actually moving them. On
the other hand, all fifteen subjects found the breathing, audio, and color tasks
to be easy to perform.

Eight of fifteen subjects rated the finger task as boring. Presumably, the task
is monotonous just as it is easy. On the other hand, twelve of fifteen subjects
rated the breathing, sport, song, and color tasks as enjoyable.

At the conclusion of both the first and second experimental sessions, the
questionnaire also asked the subjects to choose one task that they would most
like to repeat on a daily basis. The responses are summarized in the last column
of Table 5.

We can see that the finger task, rated boring by more than half of the
subjects, was not chosen at all. The sport task, rated difficult by almost half of
the subjects, received the next fewest votes. On the other hand, the color and
breathing tasks received overall the most repeatability votes. These two tasks
are the least boring and least difficult tasks, as evaluated by the subjects.

Two of the seven tasks require the subjects to respond to external stimuli –
an audio tone for the audio task, and a sequence of images for the color task.
Both tasks were perceived to be easy and likely candidates for daily repetition.

Four of the seven tasks provide the subjects an opportunity to choose their
own secret: sport, song, color, and pass. In contrast, the other three tasks,
breathing, finger, and audio, do not involve a personal secret. We do not observe
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Table 5: Usability Comparison of Tasks

Was Was Would
Task Difficult Boring Repeat

breathing 0/15 3/15 7/30

finger 3/15 8/15 0/30

sport 7/15 3/15 1/30

song 4/15 3/15 5/30

audio 0/15 4/15 4/30

color 0/15 3/15 9/30

pass 7/15 6/15 4/30

any relationship between the utilization of a secret and the difficulty, enjoyability,
or repeatability of a task.

During the second experimental session, we tested each subject on their abil-
ity to recall their chosen secrets for the sport, song, color, and pass tasks. As seen
in Table 6, the subjects had no difficulty in recalling their personalized sport,
song, and pass-thought choices. One of the fifteen subjects could not recall the
color he chose from the previous session. This suggests the possibility that users
are better able to remember secrets that they come up with themselves, than
secrets that they select from a menu of discrete choices.

An open question is whether the changing of a chosen secret, as part of a user-
initiated password change routine, may affect the authentication performance or
even the usability of the task.

Table 6: Recall Rate of Tasks

Task Recall Rate

song 15/15

sport 15/15

color 14/15

pass 15/15

8 Conclusion and Future Work

In this paper, we study the usability and performance of brainwave-based au-
thentication. Motivated by the trend of low-cost EEG sensors embedded in var-
ious consumer electronic devices, we conduct an experimental study to capture
brainwave signals from human subjects using consumer-grade EEG headsets in
a non-clinical environment. We design a number of different mental tasks for
the subjects to perform, and evaluate the usability of the tasks based on their
difficulty, enjoyability, and repeatability.
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We find that brainwave signals, even those collected using low-cost non-
intrusive EEG sensors in everyday settings, can be used to authenticate users
with high degrees of accuracy. We show it is possible to compensate for the lower
fidelity of single-channel EEG signals by intelligently matching signal similarity
thresholds and customized tasks to each user. This means that we can now by-
pass the usability challenges associated with conventional EEG systems designed
for clinical applications.

Different mental tasks also vary in their usability. Subjects will not opt for
repeating tasks that are perceived as either difficult or boring. Similar to the
experience with graphical passwords, we find that pass-thoughts chosen by the
subjects can be recalled by the subjects without much difficulty. In comparing
the results of the usability analysis with the results of the authentication testing,
we observe that there is no need to sacrifice usability for accuracy. It is possible
to achieve accurate authentication with easy and enjoyable tasks.

There are a number of limitations of our study that point to interesting
directions for future work.

We are able to maintain a high level of authentication accuracy with a subject
pool that is 66% to 275% larger than those from previous studies [3, 12, 14–16],
thus demonstrating the feasibility of authentication in a small population, e.g.,
a work group setting [14]. Nonetheless, it would still be valuable to investigate
the scalability of the results to even larger populations.

Going beyond the small set of mental tasks evaluated in this study, a sys-
tematic exploration of additional categories of tasks would be of great value.
From there, we can seek to gain a more complete understanding of which factors
influence the usability and security performance of mental tasks.

While the primary focus of this paper is on user authentication, we also
encountered the relative difficulty of accurate classification of users. It would be
useful to ascertain whether the classification performance can be improved with
other classification algorithms or with other mental tasks.

The robustness of brainwave-based authentication against impersonation at-
tacks is an interesting problem. If an attacker gains knowledge of a target’s
customized task and chosen secret (e.g., the specific song or passage that a user
repeats to herself), how easy or difficult is it for the attacker to fool the authen-
tication system by performing the same customized task?

Finally, if the authentication system works by choosing customized tasks for
each subject, the user enrollment process becomes an important design consid-
eration. Today’s users may balk at a 45 minute initiation process to set up their
password, so the number and choice of mental task categories have to be carefully
selected to optimize for both the duration of user enrollment and the accuracy
of authentication.
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