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Abstract— In this paper, we present a label-based approach to potential looping and out-of-sequence delivery of packets, it
for implementing deflection in a photonic packet network, and  may be necessary to implement deflection in photonic packet-
we introduce an algorithm for determining deflection optionsin  gyjitched networks, where buffer capacity is limited, in order to
?Srgz;ngirp;vdhut%h e\ellmgfgei;gfg r}&fp?gggghggﬁ'?é&gfg main.tain a Iow_ level of packet losses. For deflection to bg prac-
with deflection. The analysis may be applied to a wide class tical in photonic packet networks, methods for overcoming the
of deflection schemes and may be applied to networks with any  limitations of deflection must be developed and investigated.
arbitrary topology. The analysisis verified through simulation. Deflection has been studied in a number of previous works.
In [2], hot-potato routing is compared to store-and-forward
routing in a ShuffleNet topology. [3] and [4] compare hot-
potato and deflection routing in ShuffleNet and Manhattan

As telecommunication networks gradually evolve towarddreet network topologies. In [5], deflection is studied in an un-
data-centric architectures, packet-based networks will be sietted packet network with a Manhattan Street Network topol-
quired to provide increasingly stringent quality of service resgy, and a heuristic for scheduling packets to minimize con-
guirements in order to support a growing number of high-spethtion is presented. It is shown that the heuristic improves the
multimedia applications. While electronic packet-switchingerformance of unslotted networks almost to the level of slotted
technology is capable of providing differentiated services baseeitworks. Since both the ShuffleNet and Manhattan Street Net-
on various priority and buffering schemes, the increasing trangerk are two-connected (each node has an outgoing degree of
mission rates and high wavelength densities over each filbep), the choice of the deflection output port is obvious. When
will eventually make it prohibitively expensive to procesthe nodal degree is greater than two, a method must be devel-
each packet electronically at each node. Emerging all-opticgled to select the alternate outgoing link when a deflection oc-
switching technologies will enable packets to traverse nodass. In [6] and [7], deflection routing is studied in irregular
transparently without conversion to electronics. In particulanesh networks. Rather than choosing the deflection output port
photonic packet switches have the potential to offer the flearbitrarily, priorities are assigned to each output port, and the
ibility and statistical multiplexing benefits of existing packetports are chosen in the prioritized order.
switched networks, while also eliminating the cost of electronic When deflection is implemented, a potential problem that
conversion and processing at each node. may arise is the introduction of routing loops. If no action is

A significantissue in photonic packet switching is contentidiaken to prevent loops, then a packet may return to nodes which
resolution. Contention occurs when two or more packets cdhhas already visited and may remain in the network for an in-
tend for the same output port at the same time. Typicall§efinite amount of time. The looping of packets contributes
contention in traditional electronic packet-switched networlte increased delays and degraded signal quality for the looping
is handled through buffering; however, in the optical domain, fiackets, as well as increased load for the entire network. Stan-
is more difficult to implement buffers, since there is no opticalard approaches for eliminating looping, such as maintaining a
equivalent of random-access memory. Instead, optical buffapp counter for each packet, can lead to increased complexity
ing is achieved through the use of fiber delay lines [1]. Notehen processing packet headers. An alternative approach to
that, in any optical buffer architecture, the size of the buffersiigsolving routing loops is to define the deflection alternatives
severely limited, not only by signal quality concerns, but alsat each node in a manner which eliminates all possibility of
by physical space limitations. To delay a single packet forrbuting loops. In [7], deflection is studied together with opti-
1S requires over a kilometer of fiber. Because of this size limal buffering in irregular mesh networks with variable-length
itation of optical buffers, a node may be unable to effectivelyackets. The nodes at which deflection can occur, as well as
handle high load or bursty traffic conditions. the options for the deflection port, are limited in such a way as

Another approach to resolving contention is to route the col@ prevent routing loops in the given network; however, a gen-
tending packets to an output port other than the intended ogfal methodology for selecting deflection options to avoiding
put port. This approach is referred to as deflection routing ®oping in any arbitrary network is not given.
hot-potato routing [2], [3], [4]. While deflection routing is gen- While analytical models have been developed to evaluate de-
erally not favored in electronic packet-switched networks ddiection in regular-topology networks [2], [3], [4], no previous
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work has been done to develop analytical models for evaluating
deflection in general mesh-topology networks.

In this work, we investigate approaches for implementing de-
flection in a manner which eliminates looping, and we present
an analytical model for evaluating deflection schemes in arbi-
trary mesh networks. Section Il describes the basic network
architecture and the deflection algorithms. Section Il presents
the analytical model for evaluating packet losses. Section IV
provides numerical results for specific network topologies, and —  Label-switched path
Section V concludes the paper.

= = Deflection alternative

Il. DEFLECTIONROUTING ALGORITHMS
. ) o Fig. 1. Label switched paths and deflection alternatives for destination node 8.
In this work, we will assume that deflection is implemented

within a label-switched environment. Each node maintains a

. ; input |abel output label deflect] label
label database with a number of label entries. Each label entry port port port
indicates, for a given input port and a given label, the corre- ay| s8]l 7] 8| 4] s

sponding output port and outgoing label. Deflection options
are defined by adding additional output-port/label pairs to each
entry in the label database. When a packet arrives to the node,
the corresponding entry in the label database is referenced, the Node 2
packet’s label is updated to the new outgoing label, and the
packet is sent to the appropriate output port. If the primary out-
put port is occupied, then the packet will be deflected to the
alternate output port after updating the packet’s label to the alces the load in the network. Such approaches are beyond the
ternate outgoing label. scope of this paper.

In general, labels may be defined on a per-destination baThe second problem is to find the set of deflection alterna-
sis, on a source/destination pair basis, or on a per-flow basiges for each destination at each node, given the set of primary
For simplicity, we will assume that labels are defined on a pdinks defined in the previous problem. The deflection alterna-
destination basis. By utilizing destination-based labeling, tiiges at each node must be defined in a way which eliminates
number of label entries at each node can be kept to a minimuhe possibility of routing loops. The deflection-finding prob-
however, destination-based labeling also reduces the routieg can be formulated in graph theoretic terms. Given a graph
flexibility and traffic engineering options in the network. G(V,E), and a directed spanning treg,, rooted at vertex,

Figure 1 illustrates the label-switched paths for a given destind with edgesEr,, directed towards the root, the problem is
nation node 8, and Fig. 2 shows the corresponding label entry@find a set of edge&'p, C E such that the directed graph
node 2. Note that, in destination-based labeling, the label ofla = (V, Er, U Ep,) is acyclic. The followingloopless-
packet will remain the same throughout the network. Furtheleflectionalgorithm is proposed to find a feasible set of deflec-
more, the primary label-switched paths specified for a givéien edges. We defing(v) to be the nodal degree of a vertex
destination will define a spanning tree on the network, wignddist(u,v) to be the hop distance from nodeo nodev.
the de;tlnatlon node _at the roqt of the tree. By exammmg.theLOOPLESS-DEFLECTION:
spanning tree for a given destination, we note that deflection-_.
alternative links may be added to the tree in a manner which ven
avoids routing loops. A graph G=(VE). _ _

The process of defining the label entries at each node can V| spanning trees]’, = (Vr, , Er, ), each with a unique
be divided into two sub-problems. The first problem is to de- _ "O0tVertexy € V.
termine the primary outgoing link for each destination at eachFind : .
node. In this paper, we assume that the link which is on the £p., the set of deflection edges.
shortest path to the destination is chosen as the primary out- Directed routing graphs, = (V; E,),Vv € V.
going link at a node for that destination. These links may be Step O:
found by running Dijkstra’s shortest-path algorithm for each ~ SetV* =V,
source-destination pair in the network, and choosing the first- SetEp, = {d},Yv € V.
hop link on each of the shortest-path routes. The link weightsStep 1:
in the shortest-path algorithm are determined by the physical Select a vertex € V*.
distance of each link. An alternative approach for determining SetE* = {E — Er, }.
the primary links is to choose the links in a manner which bal-  Letd, be the depth of treg,.

Fig. 2. Label entry at node 2 for destination node 8.



LetS;,i € {1,2,...,d,} be the set of vertices which areThe model is general, and can be applied to any irregular mesh

distancei from the root node. topology. The analysis can also be used to evaluate any deflec-

Setk = d,. tion scheme in which the deflection alternatives at each node
Step 2: are ordered and pre-defined.

Select vertex, € Sy, such thab(u) = min, s, d(u'). The model assumes that the network is asynchronous, and
Step 3: that packet have a fixed length éfseconds. Packets arrive

Select a directed edge(u, w), such thatdist(w,v) = to the network according to a Poisson process with Adte

MiNyr.e(u,w)e B-dist(w’, v), if such an edge exists. packets per second for source-destination pair

SetEp, = Ep, Ue(u,w). Each link in the network is modeled as an M/D/1/1 queue
Step 4: with no buffers. The arrival rate\;; of packets to a linK;; is

Remove all edges(i, u), Vi ande(u, 7), V5 from E*. determined by aggregating the packet arrivals from all source-

Remove node from Sy. If Sy = {4}, thenk =k — 1. destination pairs which route packets over the link. The arrival
If £ # 0, then go to Step 2, otherwise, go to Step 5. rates will also depend on the probability of contentiyy, on

Step 5: each link in the network, and the deflection policy.
SetR, = (V,Er, UED,). To find the contention probabilities, we examine the time be-
Remove node from V'*. tween packet departure instants and calculate the fraction of
If V* # {4}, then go to Step 1, otherwise, stop. time that a link is busy. The expected cycle tirig,between

two consecutive packet departures is found by adding the ex-

~ The loopless-deflection algorithm selects nodes one ah&cted time until the next packet arrival to the expected packet
time, and attempts to find a deflection output port at the s@5nsmission time:

lected node. By selecting leaf nodes which are furthest from

the root, and by deleting the node after its deflection output E[T] = 1 + I 1)
port has been selected, the algorithm ensures that no deflec-
tions are made to nodes which are further from the destination - o L
than the selected node, and that packets, upon departing fro§ Probability that a packet arriving to link encounters con-
the selected node, can never return to that node. In Step 3, fffdion is equal to the probability that the link is busy:
algorithm attempts to choose the deflection edge which results I

in the shortest path to the destination. The algorithm can be Py = m (2
further customized in Step 3 by choosing the deflection edges

based on estimated link loads, or by allowing multiple deflec- gased on the link blocking probabilities, we can find the of-
tion options for each destination. If multiple deflection optiong ed load\;;, on each link,;;. We definer’,, as the primary
are allowed, the options may be prioritized based on distanggite from source to destinationi without deflection.

or load considerations. The load on a link is the sum of the loads contributed by each

_Since the proposed algorithm does not allow loops, it is Possurce-destination pair which routes packets over the link:
sible that a node will not have any deflection alternatives for a

given destination. In particular, those nodes which are closer Aij = Z Af}iv ()
to the destination are less likely to have deflection alternatives
than nodes which are further from the destination. By restrict-
ing deflection at these nodes, the packet losses may inCI’eaSﬂhere)\de is the rate at which packets sourced and destined

For comparison, we also consider a deflection-finding &br d arrive to linkZ;;.
gorithm which allows looping. The algorithm starts with the The load placed on a link; by traffic going from source
graphG(V, E) and the directed tred,, rooted at destination s to destinationd depends on whether link; is on a primary
v. Each node is selected one at a time in any order. For eaghh to destinatiod, or whether the link is a deflection link to
node, the algorithm selects the deflection edge which resultsiistinationd. If link Z;; is on a primary path td, and node
the shortest physical-distance path to destinatiofedges in is the source node, the load applied to link;; by sd traffic
the treeT’, are used for primary-path routing, therefore these simply A\*¢. If link I;; is on a primary path td, but node;
edges are not considered when selecting the deflection edgeot the source node, then the applied load will be the load
Unlike the loopless-deflection algorithm, nodes and edges aftered by previous-hop links,,;, which are sending packets
not deleted once a deflection edge has been chosen; thus, eué through linkZ;;. The load is reduced by the amount of
ing loops are possible. We will refer to this algorithm as theontention on the link,;. If link I;; is the deflection link for
shortest-path deflecticalgorithm. a primary linkl,, at the source nodg then packets will arrive
to link {;; if the packets experienced contention on liik;
thus, the load or;; will be A%2P . If link l;; is a deflection

In this section, we develop an analytical model for evaluatidigk at an intermediate node, and linj is the corresponding
the packet loss probabilities of the proposed deflection schememary link to destinatiom from nodei, then the applied load

s,d
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on link{;; will be the incoming load from all previous-hop links
which are sending traffic td throughi, and which encounter
contention on link;;. Thus, we have:

sd
= )\Sd if lij S T;d, 1= 35 (4)
= D NI = Pu) iflyeri#s (5)

h
= Z)\Zj(l —P}n‘) if lij ¢T’;d,i:8, lij GT,Ed (6)
h

— Py, Ty ¢ i = sl €rly ()
= Z)\Z?(l_Phi)Pik
h

if lij €rlg i # s, i €7y (8)
Once the above equations are solved to fig the packet to a Poisson process, ar_1d traffic is uniformly distributed over
J}I source-destination pairs.

loss probability can be found for packets traveling from sour& Figure 4 shows the packet loss probability as a function of

s to destinationi. A packet will be lostif, on a given hop, bOthIoad for the 15-node network. We observe that the loopless

the primary and deflection links are blocked. Let nadee defleci h id liaht | ti ¢
the primary next-hop node, and lgbe the deflection next-hop efiection scheme provides a slignt Improvement in pertor-
[pance over the case with no deflection, while the deflection

n . Th ket | r ility for k ravelling fr i . .
ode e packet loss probability for packets travelling 0scheme without any looping restrictions offers significantly

source nods to destination node is given by: lower packet loss probabilities than either of the other two
= PPy + (1 — Py)Pi + P,(1— P,;)P% . (9) cases. The restrictions placed on deflections in the loopless
deflection case limit the number of nodes at which deflections
The packet loss probability for the entire network is found bgan take place. These limitations lead to higher packet losses
calculating the weighted average of the packet losses for e&éfinpared to the shortest-path deflection scheme.
source-destination pair: The packet loss probability for the bidirectional Manhattan
street network is shown in Fig. 5. In this network, the higher
o PR nodal degree enables a larger number of nodes to have deflec-
Ploss = Zploss ' S (10) tion options in the loopless deflection case. Consequently, in
s,d od a network with a higher nodal degree, the loopless deflection

Although the analysis assumes that there is at most onerE\%§e will pravide greater benefits over the case in which no de-

flection alternative for each destination at each node, the a qictlans t%ke pIacT.t th ket | bability for hiah
ysis can be extended in a straightforward manner to accommo:! !9 0, We plot the packet loss probability Tor higher
work loads in the 15-node network. We observe that, for

date the case in which there is an arbitrary number of order’?—:ftajI . .
deflection alternatives for each destination at each node. high loads, the shortest-path deflection scheme has the high-

The analysis may also be applied to deflection schemeseﬂ packet loss rate, while the scheme with no deflection has

which looping is present; however, the analysis must be modi-
fied slightly in order to avoid infinite path lengths. When cal- 10—
culating P;; andAf]‘?l, the analysis will stop evaluating a path if i
the additional load on the next link in the path is less than some
small valuee. When evaluating the packet loss probabilities,
the analysis will stop evaluating a path once it reaches a certain

number of hops.

Fig. 3. 15-node network topology.
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IV. NUMERICAL RESULTS

— No deflection
+ o No deflection (sim)

In this section, we evaluate the deflection algorithms in the 7 e etioaton (simy| ]
15-node network topology illustrated in Fig. 3, and in a bidi- 107 o Shorestpatnaet 1
rectional Manhattan street network topology in which the nodal

degree at each node is equal to 4. Packets are fixed in length,
consisting of 10,000 bits each, and the transmission rate is as-

sumed to be 10 Gb/s. Packets arrive to the network according Fig. 4. Packet loss for 15-node network topology.
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Fig. 5. Packet loss for Manhattan street network topology. Fig. 7. Average hop count for 15-node network topology.

V. CONCLUSION
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In this paper, we investigated the use of deflection routing
to resolve contentions in a label-switched photonic packet net-
work, and we introduced an algorithm for determining the de-
flection alternatives in a manner which eliminates the possiblity
of routing loops. A general analytical model, which can be ap-

Packet Loss Probability

I s.{‘;;k — Nodetedin 7] | plied to a wide range of deflection schemes and on arbitrary
Loopless deflection network topologies, was developed to evaluate the loopless de-
L s e ™ flection scheme.
+_ Shortest-path def sim) It was shown that, under low loads, the loopless deflec-
gotlih b ‘Z‘O‘L‘o;ld‘z(‘z‘”;;);o‘ B R T tion scheme provides modest gains over the scheme with no

deflection, and that the gains increase for networks which
Fig. 6. Packet loss for 15-node network topology under high loads. have a higher average nodal degree. An unrestricted deflec-

tion scheme, in which loops are allowed, provides significantly
lower packet losses at low loads, but results in higher average

the lowest packet loss rate. Under higher loads, the numbeigtket hop distances. At high loads, the deflection schemes

contentions will increase, resulting in a greater number of desult in higher packet losses. Overall, the loopless deflection

flections in networks. The increased deflections will increaseheme offers a reasonable trade-off between packet losses and

the effective network load and cause higher blocking probabiiverage hop distance.
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