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Executive Summary 

The modern vehicle is often referred to as a “computer on wheels.” With over 100M lines of code, the 
complexity is greater than your desktop operating system (85M lines of code) and slightly less 
complex than the genome of a mouse (120M base pairs of DNA). As these vehicles become more 
advanced, semi-autonomous, and connected, it opens the automobile to the same risks as any other 
computer—only with physical effects. 

Unlike the traditional PC, vehicles are heavily regulated; laws promote consumer safety, increase gas 
efficiency, and provide freedom to tinker (Miller, 2013). The 1990 Clean Air Act requires all vehicles 
built after 1994 to include on-board computer systems to monitor vehicle emissions and to provide 
repair shops and car owners with the same tools that dealerships use to test and repair vehicles. One of 
the effects of this law is the mandate for the on-board diagnostic (OBD-II) port and a related 
subsequent standard. This port allows anyone connecting to it access to the vehicle to monitor the 
performance and function.  

With the smartphone revolution, sensors and microprocessors have become increasingly cheaper and 
miniaturized. Enterprising startups have used these components to develop aftermarket OBD-II plug-
in devices that contain (via wireless internet) cellular connectivity, and even GPS. These devices  are 
used by insurance companies, consumers, and fleet managers to track and monitor their vehicles. 

While these devices may provide consumers with useful features, they also expose the vehicle to 
potential risks that were never considered when it was originally designed. The OBD-II port was 
expected to be a physical-access port only, not one that is open to the Internet.  

The Department of Homeland Security’s US-CERT tasked the CERT Coordination Center 
(CERT/CC) at Carnegie Mellon University’s Software Engineering Institute (SEI) to study these 
devices to better understand the cybersecurity impact to consumers and the public. The CERT/CC 
analyzed a representative sample of these devices for vulnerabilities and found widespread failure to 
apply basic security principles. If these devices are compromised, the potential impact includes loss of 
privacy, vehicle performance degradation or failure, and potential injury. The CERT/CC hopes this 
research will better inform consumers, enterprise fleet managers, insurance companies, and policy 
makers about the potential risks of these devices. The OBD-II port was created to provide consumers 
with choice and control over their purchase. At the same time, this freedom must be balanced with 
thoughtful conversations on how to limit adversaries’ access to vehicle internals. 
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1 Background of Automotive Cybersecurity  

The modern automobile consists of over 100M lines of code (Charette, 2009), operating dozens of 
electronic control units (ECUs) that manipulate everything from brakes, wipers, braking, and even 
steering. These ECUs interact in simple networks called controller area networks (CANs) that allow 
them to communicate at high speeds. With the advent of partial vehicle autonomy, automotive 
computers perform more and more driving functions for the driver. In addition, some manufacturers 
are adding Internet connectivity to vehicles to provide additional services to the consumer. 

This increasing connectivity has led to more scrutiny of in-vehicle networks used by automotive 
manufacturers, and several high-profile vulnerabilities in recent years (Andy Greenberg, 2015) 
(Koscher, 2010). Unlike conventional information technology, the security of in-vehicle networks has 
safety ramifications in addition to traditional security risks (i.e., confidentiality and integrity).  

One of the primary concerns with these networks is whether they can be accessed without physical 
access to the car. While vehicles have traditionally been isolated from other digital networks, modern 
cars often have multiple access points to the Internet or other digital devices. With the advent of the 
smartphone revolution and increased miniaturization, startups and existing vehicle aftermarket 
manufacturers have developed devices that attach to the on-board diagnostic (OBD-II) port that is 
present in all modern cars (OTAQ, 1996). This port has traditionally been used by mechanics to 
download diagnostic data and run tests, but there is a market emerging to allow car owners to access 
the same data via their mobile device or even over the Internet. These OBD-II ports provide raw 
access to the CAN bus, potentially allowing direct manipulation of CAN traffic in the vehicle. In prior 
research by Miller and Koscher, they show that connecting directly to the vehicle in this way could 
result in control over safety-critical functions because CAN, by design, offers no protection from 
manipulation (Miller, 2013), (Koscher, 2010).  With the proliferation of these devices to support 
applications such as mile-based insurance, fleet management, and consumer vehicle diagnostics, the 
Department of Homeland Security’s US-CERT tasked Carnegie Mellon’s CERT Coordination Center 
to perform an initial security analysis of these devices to determine their common vulnerabilities, 
security controls, and risks. 
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2 Architecture of OBD-II and CAN 

2.1 OBD-II Architecture 

The OBD-II port (see Figure 1) is usually located in the foot well of the driver’s side of a car and has 
been mandated on new cars in the United States since 1996 (OTAQ, 1996). The OBD-II standard 
itself defines both the electrical interface and messages, primarily Diagnostic Trouble Codes (SAE 
Standard, 2002). OBD-II was created to be used as standard way for vehicles of any manufacturer to 
interoperate with independent repair shops and dealers to test for emissions standards. Automotive 
manufacturers realized, however, that this port could be enhanced to provide a richer set of data to 
repair shops. 

OBD-II is a 16-pin connector port, although only 9 pins are mandated by the standard itself (see Table 
1). Most vehicles include additional connectivity, such as the General Motors LAN or the Chrysler 
CCD (Chrysler Collision Detection) Bus.  These additional connections provide backend connectivity 
to other buses within the vehicle itself.  They are used at the dealership, for example, to update 
software on the ECUs, perform additional testing, or troubleshoot problems specific to that vehicle 
make and model. 

 

Figure 1: OBD-II Connector (Image courtesy Wikipedia/Michiel1972.) 

Automotive manufacturers have kept the specifics of each of their respective standards under tight 
control, with high fees and subscriptions necessary to access information about a particular vehicle’s 
underlying bus architecture. Despite this control, aftermarket OBD-II manufacturers have been able to 
reverse engineer the communication architectures to enhance their own offerings. At first, only 
standard OBD-II connectors were able to read diagnostic information specific to a particular vehicle. 
With the advent of inexpensive cellular, Wi-Fi, and Bluetooth components, aftermarket OBD-II 
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manufacturers have expanded their products to include entirely new classes of service, such as pay-by-
mile insurance, vehicle-use tracking, and commercial fleet management. 

Table 1: OBD-II Pinout Diagram (SAE Standard, 2002) 

Pin Signal Description 

2 J1850 Bus+ ----- 

4 CGND GND 

5 SGND GND 

6 CAN High J-2284 

7 ISO 9141-2 K-LINE Tx/Rx 

10 J1850 Bus- ----- 

14 CAN Low J-2284 

15 ISO 9141-2 L-LINE Tx/Rx 

16 +12v Battery power 

2.2 CAN Bus Architecture  

Inside the vehicle, the OBD-II port is connected to one or more communication buses. CAN  is a bus 
protocol that is always supported, although there may be others (General Motors also uses GM-LAN 
for example). CAN itself is a high-speed, promiscuous protocol, broadcasting all network traffic to all 
nodes on a given bus. In modern vehicles, the CAN bus is connected to the OBD-II port and can often 
receive and relay all traffic to the external side of the interface. 
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Figure 2: ECUs Connected to a Single CAN Bus 
 A device plugged into the OBD-II port acts like another ECU. (Image from the International 

Standards Organization [ISO, 2015].) 

CAN is used in the vehicle for much more than transmitting Diagnostic Trouble Codes, however. 
Modern cars have hundreds of sensors and ECUs that control everything from vehicle operations 
(steering, braking, accelerating) to peripheral functions such as door locks or infotainment systems. 
All of the information these components exchange travels over the CAN bus or a similar (often 
proprietary) bus and is normally accessible via the OBD-II port. For example, a sensor measures the 
speed of the wheels and sends that data to the speedometer. 

Unlike the TCP-based packet-switched networks present in most organizations’ IT infrastructures, the 
CAN protocol sends all data to all nodes on a given bus. Each CAN frame includes a destination 
address; nodes are expected to ignore traffic not addressed to them. However, a CAN frame does not 
include a source address, so the destination node has no way to know if the source is legitimate. In our 
speedometer example, the speedometer has no way to differentiate between speed data sent from the 
wheels and speed data sent from another device, including the OBD-II port. How the device deals 
with conflicting data varies, but common responses are to use the last value received or use to the 
value that is received most frequently.  
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010D: Vehicle Speed: [7E8 03 41 0D 00 AA AA AA AA ] 
0110: Air Flow Rate (MAF): [7E8 04 41 10 03 C7 AA AA AA ] 
0144: Command equivalence ratio: [7E8 04 41 44 80 00 AA AA AA ] 
0111: Throttle Position: [7E8 03 41 11 5C AA AA AA AA ] 
Speed = 00 km/hr 
010D: Vehicle Speed: [7E8 03 41 0D 00 AA AA AA AA ] 
0110: Air Flow Rate (MAF): [7E8 04 41 10 03 F2 AA AA AA ] 
0144: Command equivalence ratio: [7E8 04 41 44 80 00 AA AA AA ] 
0111: Throttle Position: [7E8 03 41 11 5C AA AA AA AA ] 
Speed = 01 km/hr 
010D: Vehicle Speed: [7E8 03 41 0D 01 AA AA AA AA ] 
0110: Air Flow Rate (MAF): [7E8 04 41 10 03 DB AA AA AA ] 
0144: Command equivalence ratio: [7E8 04 41 44 80 00 AA AA AA ] 
0111: Throttle Position: [7E8 03 41 11 5C AA AA AA AA ] 
Speed = 02 km/hr 
010D: Vehicle Speed: [7E8 03 41 0D 02 AA AA AA AA ] 
0110: Air Flow Rate (MAF): [7E8 04 41 10 03 F5 AA AA AA ] 
0144: Command equivalence ratio: [7E8 04 41 44 80 00 AA AA AA ] 
0111: Throttle Position: [7E8 03 41 11 5C AA AA AA AA ] 
Speed = 03 km/hr 

Figure 3: OBD-II Port Data Capture with Decoded PIDs 

The CAN protocol suffers from several security issues that are not addressed in most modern vehicles. 
We hypothesize two reasons for these issues. The first is that most of the networks and ECUs were 
designed when access to the bus required physical access to the vehicle. As such, security was not a 
primary concern. The second is that speed and timing are deemed more important to the safety and 
performance of the vehicle than data security. It would be undesirable, for example, to have to wait an 
extra millisecond to verify the sender of a byte of data when that millisecond is needed to engage an 
airbag. 

A vehicle with security vulnerabilities introduces safety concerns because an intelligent adversary 
could actively exploit a vulnerability. Compare this concern to traditional safety considerations that 
operate under the principle that a system or node must be able to operate under certain tolerances and 
respond to stimuli in a particular way. Malicious hackers explicitly attempt to violate logical 
constructs and controls to manipulate the system to their own needs. 

There are safety concerns about the current automotive bus architecture as a result of this security 
architecture. An OBD-II aftermarket device can potentially receive arbitrary CAN traffic from outside 
the vehicle via its wireless radio interface and pass it unfiltered to the internal CAN bus through the 
OBD-II port. The susceptibility to this type of attack was the focus of our initial research.  
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3 Threat Model 

Threat modeling is a technique used to enumerate potential areas of risk in an application or system. 
Here we model the potential areas of vulnerability and particular types of threats that may take 
advantage of those vulnerabilities.  

With varying types of vehicle bus architecture and varying types of OBD-II devices, we use a 
simplified diagram (Figure 4) to present potential connections in the vehicle. Each ECU in Figure 4 
represents the one or many connected ECUs on the same bus as the OBD-II port. The ability to control 
an ECU results in attacker control of that vehicle’s function.  

 

Figure 4: Generic OBD-II Device Threat Model Diagram 

We begin by analyzing the impacts of various attacks assuming the OBD-II device can be 
compromised and an attacker can execute arbitrary code. Although each attack is the same, the impact 
depends on the capabilities of the device (e.g., how far away the attacker needs to be). Once the attack 
proximity and vulnerability are defined, the vulnerability is classified using Microsoft’s STRIDE 
technique (Microsoft, 2005). We also use the Society of Automotive Engineers (SAE)  safety, privacy, 
financial, and operational impact to define how a vulnerability may affect a vehicle (Ward, et al., 
2013). (Both STRIDE and the SAE techniques are described in Appendix D.) 

Table 2: Vulnerability Impact on the Device and the Vehicle 

Vulnerability ECU 
Affected 

Comments Vulnerability Impact 
(STRIDE) 

Impact (Ward, et al., 
2013) 

Hardcoded 
credentials 

None       X S0 S0 S0 S0 

Arbitrary 
command 
injection 

OBD-
connected 
buses 

     X   S0 S3 S0 S0 

ECU A ECU B ECU C 

Aftermarket OBD-II Device 

OBD-II Port 
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Vulnerability ECU 
Affected 

Comments Vulnerability Impact 
(STRIDE) 

Impact (Ward, et al., 
2013) 

Arbitrary CAN 
injection 

OBD-
connected 
buses 

Full device compromise 
(See Table 3 for 
complete impact.) 

X X X X X X     

 

Table 3: Vulnerability Impact on Vehicle with Complete Device Compromise by Proximity 

Vulnerability ECU 
Affected 

Proximity Vulnerability Impact 
(STRIDE) 

Impact (Ward, et al., 
2013) 

   S T R I D E S P F O 

Compromise of  
OBD-II device 

OBD-
connected 
buses 

Physical X X X X X X S1 S1 S2 S2 

Compromise of  
OBD-II device 

OBD-
connected 
buses 

Short range (Bluetooth) X X X X X X S2 S2 S3 S3 

Compromise of  
OBD-II device 

OBD-
connected 
buses 

Long range  
(Wi-Fi) 

X X X X X X S2 S2 S3 S3 

Compromise of  
OBD-II device 

OBD-
connected 
buses 

Anywhere (cellular) X X X X X X S4 S4 S4 S4 
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4 Vulnerabilities in Aftermarket OBD-II Devices 

The risks raised by network security problems in vehicles are somewhat different from those of 
traditional computing platforms such as PCs or mobile devices. While data integrity and 
confidentiality are still concerns, security problems in vehicles can lead to physical effects. The risk of 
injury or even death to the occupants of the vehicle or to people nearby is a level of risk that isn’t 
faced by traditional computing platforms.  

While the complexity of the modern-day automobile is significant and automotive manufacturers 
maintain tight control over internal vehicle design and operations, security researchers are becoming 
more versed in the operation of the vehicle. It is only a matter of time before information becomes 
more widespread and further vulnerabilities are discovered and possibly weaponized by malicious 
attackers. 

Potential safety-critical risks include1 

1. Driver distractions (volume, wipers, etc.) 
2. Engine shutoff or degradation 
3. Steering changes (in drive-by-wire vehicles) 

There are other, less safety-critical risks, some of which are fairly unique to vehicles: 

1. Theft of the car or its contents 
2. Enabling physical crimes against the occupants 
3. Insurance or lease fraud 
4. Eavesdropping on the occupants 
5. Theft of information (e.g., phone list) 
6. Vector for attacking mobile devices in the car 
7. Theft of personally identifiable information (PII) 
8. Tracking the vehicle’s location 

In enterprise IT environments, the majority of attackers are assumed to be remote, attacking the 
systems over the Internet. A specific automobile would be difficult to identify on the Internet, if it is 
directly accessible at all. Attackers are also likely to use computer security vulnerabilities as enablers 
of other, more physical crimes. Therefore, the threat actors are likely to be local to a targeted vehicle, 
generally within Wi-Fi or Bluetooth range. This doesn’t rule out remote attacks, as a compromised 

                                                        
1  Note: These risks are difficult to discuss in a general fashion because vehicles can differ markedly between makes 

and models. In Miller’s work, his system was able to cause engine shutoff, volume modification, and manipulation of 
the wipers (Miller, 2015). We extrapolate that similar effects might be caused in other attacks. 
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mobile device with Internet connectivity could be connected to the car via an OBD-II device, USB, 
Bluetooth, or Wi-Fi.  

A secondary risk of using these devices is that compromise of the manufacturer or operator’s back-end 
server may allow an attacker to access any device connecting to its network. When a consumer 
decides to plug one of these devices into their car, they are unintentionally moving the security 
boundary from the vehicle itself to the device manufacturer’s network, associated services, and any 
other connected device. 

Vulnerabilities discovered through this research include 
• Insecure firmware updates and downloads 
• Hardcoded or non-existent Bluetooth PINs 
• Weak WPA2 passwords 
• Hardcoded credentials 
• An Internet-enabled administrative interface 

In our research, we were able to successfully conduct the following attacks: 
• Arbitrarily modify firmware  
• Maliciously update remote firmware  
• Lock/unlock doors 
• Turn on/off vehicle 
• Affect vehicle GPS tracking as well as speed, heading, and altitude 
• Read the car’s internal data: temperatures, fuel levels, diagnostic trouble codes, etc. 
• Inject arbitrary CAN packets 
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5 Common Architectural Issues 

Aftermarket OBD-II devices have the potential to introduce serious safety and security risks to an 
automobile. The design of the OBD-II port means that such a device has unlimited access to some or 
all of a car’s internal networks. These OBD-II devices also have some sort of external interface that is 
accessible from outside of the car—typically Wi-Fi, Bluetooth, or cellular. We broke this fundamental 
architectural risk into several more specific concerns. 

5.1 The Primary Processor 

For the most part, these devices have a simple processor at their core that merely transfers commands 
from some sort of external network protocol to CAN frames and vice versa. They generally leave any 
logic to the upstream app, whether that’s on a nearby mobile device or remotely on a cloud service. 
They do not include any sort of security, such as authentication or checking whether any given 
command should be accepted by the vehicle. 

5.2 The External Network Interface 

Because the processor and the OBD-II port itself generally do not perform any filtering, the external 
network interface is the only real security on these devices. The security on this interface varies 
widely, from WPA2 with strong, unique passwords, to Bluetooth with easy-to-guess, widely shared 
PINs. This aspect of OBD-II devices is likely to be the primary differentiator in security between 
different products. 

5.3 Undocumented Features 

Some of these devices had undocumented features, such as Bluetooth, that were not listed in the 
specifications. The purpose these features is probably for testing, but their presence presents an 
additional risk to the user. 

5.4 Insecure Firmware Updates 

The devices tested contained the ability to be remotely updated. While this is a desired feature from a 
security perspective, the update mechanism needs to be properly designed to prevent an attacker from 
sending a malicious update to the device. Only one of the devices tested used end-to-end encryption 
and cryptographically signed their updates. 
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6 Recommendations 

The result of our testing and analysis is the following recommendations. 

Separate CAN communication from the network stack. 

In some of the devices tested, CAN frames were passed directly from the vehicle through the device to 
the external network. Directly passing data to the external network is very dangerous and can allow an 
attacker to submit arbitrary CAN commands to ECUs on the bus. This functionality should be 
separated from the network stack and allow an application to send a request only from a list of pre-
chosen OBD-II commands. 

Sign and encrypt firmware updates. 

Firmware updates should always be cryptographically signed and encrypted to prevent firmware 
modification by an attacker. OBD-II and telematics device vendors should consider using The Update 
Framework (https://theupdateframework.github.io/) or another open, well-supported standard for 
doing software updates. 

Be secure by default. 

In the course of investigating these devices, there is a supply-chain relationship between device 
resellers (who are really selling the use of their web-based service) and the actual device OEM. In our 
conversations with several vendors, we found that they sell their products as blank, development 
devices with very weak or non-existent security. They expect the reseller to then choose a secure 
configuration for the device before selling the device to the customer. Unfortunately, it appears that 
some resellers are unaware that this configuration is necessary and simply ship these devices without a 
secure configuration. We recommend that the OEMs provide the device to the resellers already within 
the most secure configuration. The reseller can then modify the configuration as needed, without 
needing specialized expertise to modify the device configuration. 

Obey the principle of least privilege. 

Devices should provide only enough connectivity to enable it to operate for its desired function. For 
example, if the device does not need access to manufacturer networks (i.e., General Motors LAN), 
then the physical connector itself should be removed. Additional features introduce additional risk. 

https://theupdateframework.github.io/)
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7 Conclusion 

As part of the CERT standard policy to disclose vulnerabilities,2 we reached out to the affected 
vendors and disclosed the vulnerabilities directly to them. If we were unable to reach the vendor (and 
to inform the public), we posted them in our public vulnerability database.3 

All software has vulnerabilities, but OBD-II devices (and any other cyber-physical device) are an 
important focus because of the potential physical impact on the driver. It is important to point out, 
however, that our findings were not all bad. After studying this sampling of devices, we found some 
of them did the right thing by default. The Automatic Link used signed, encrypted firmware updates 
and the Wi-Fi Link MX used a hardware button to enable the configuration web server. 

Some questions consumers, fleet managers, and buyers need to consider before buying these devices 
are 
• How is the device updated?  
• Does the device use strong encryption when updating? 
• Does the device send CAN traffic to the Internet? 
• Does the vendor have a vulnerability disclosure policy? 

As vehicle telematics get more complex and devices such as these become ubiquitous or built-in, 
manufacturers need to build security in and learn the lessons traditional information technology and 
mobile computing already learned. We can’t afford to be complacent when the impact is on human 
lives and property. 

                                                        
2  http://www.cert.org/vulnerability-analysis/vul-disclosure.cfm 

3  http://www.kb.cert.org/vuls 
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Appendix A: Testing Methodology 

Device Selection Criteria 

The initial testing was a general overview of the space rather than comprehensive tests of many 
devices. The goal was to educate consumers, manufacturers, and fleet managers on potential security 
issues and their impact. Therefore, we chose several consumer devices at different price points with 
different types of connectivity. We also selected one common commercial device used for fleet 
management and one device that tracks a car without using the OBD-II port at all. Finally, we 
examined several development devices; these are left unnamed as the vulnerabilities were fixed prior 
to deployment. 

Research Questions 

The goal of this work was to answer the following questions: 
• Are there vulnerabilities present in OBD-II aftermarket devices?  
• Are there commonalities in the design of these aftermarket devices that makes them secure or 

insecure? 
• How much access do these devices have to the CAN bus? 
• If an OBD-II device is compromised, how much control can it have over the vehicle’s functions? 
• What, if any, safeguards should be considered to maintain safe and assured operation of a vehicle? 

Testing Infrastructure 

• 12V Batteries connected via leads to the OBD-II device 
• 2-node CAN network from Microchip 
• Raspberry Pi model B+ with wireless dongle running a custom Raspbian OS (working title: 

“CERT IOTA”) 
• Mac Laptop with VMWare Fusion 
• Kali Linux and CERT TAPIOCA VMs 
• Ubertooth Bluetooth Sniffer 
• 2013 Chevy Volt  
• OBD-II Splitter 
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Appendix B: Test Plan 

Examine External Connections  

External device communication can contain vulnerabilities in the underlying wireless implementation. 

• Types of connections offered by these aftermarket OBD-II devices were 
− 802.11x wireless 
− Bluetooth and Bluetooth LE 
− Cellular (GSM/CDMA4) 

The steps taken were 

• Using the Ubertooth, we examined the pairing process and key exchange. 
• Using airmon-ng on Kali, we examined the wifi security. 

Architectural Issues 

These devices operate in one of two ways to maintain connectivity: 

1. Device-to-phone-to-Internet connection via an app (Automatic) 
2. Device-to-Internet connection directly via cellular (Delphi Connect) 

Both methods of communication can introduce vulnerabilities into the system as a whole. We looked 
for Secure Sockets Layer (SSL) implementation errors, default or static passwords, etc. 

Test Cases 

1. Initial boot up 
− Device is given power 

2. Pre-configuration phase 
− Device asks for default credentials 

3. Post-configuration phase 
− User configures the device 

4. Update process 
− Either via automatic update or manual update 

5. Modify behavior via App 
− Send commands in the same format that the app uses  

6. Modify behavior via CAN 

                                                        
4  GSM is an acronym for Global System for Mobile; CDMA is an acronym for Code Division Multiple Access. 
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− Send arbitrary CAN commands to the device 
7. Modify behavior via network 

− Modify (man-in-the-middle) the network upstream from the app or device 

The steps taken were 
• Full packet capture of the device-to-phone connection 
• Full packet capture of the app’s connections to the server 

Content Issues 

We suspect that some of these devices encapsulate CAN packets directly for further processing at the 
server. If so, can they be sniffed and used to gain information about the vehicle? 

The steps taken were 
• We examined full-packet capture for the encapsulated CAN traffic.  

Examine Internal Connections  

One goal of this test is to understand what traffic is being passed to and from the CAN bus via the 
OBD-II port. Prior research showed that it may be difficult to send adversarial CAN traffic to the 
CAN bus without using an intact vehicle. Without the full, interoperable ECUs on the bus they are 
programmed to communicate on, it is difficult to test the effect of inserting CAN packets independent 
of the vehicle. 

Passive Communications 

While the Linux kernel supports CAN natively, testing shows that it is unable to communicate directly 
with a vehicle CAN bus due to differences in speed (socketcan on Linux is an emulation of CAN; it 
isn’t the same as a natively running CAN bus). 

Instead, an OBD-II splitter was used on the vehicle, with one side plugged into the vehicle dash and 
the other side split between the dongle-under-test and a laptop with a ELM327 adapter to capture the 
responses. CAN is a broadcast protocol, so we expected the data to be reflected back to the laptop. 
• We tested CAN connectivity from the vehicle to the laptop/pi and from the OBD-II device to the 

CAN bus. 
• We captured CAN commands as they were sent and manipulated by the tester. 
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Appendix C: Test Results 

Below is a list of the devices we tested, their capabilities, and the testing results. 

Table 4: List of Devices Tested 

Device Under Test Bluetooth Wi-Fi Cellular Results 

Audiovox Car 
Connection 

 No  No Yes Unable to test fully; cellular connection only 

Automatic Link Yes  No No No vulnerabilities found  

Cell Control Yes  No No N/A (No OBD-II) 

Delphi (Verizon) 
Connect 

 No Yes Yes Weak WPA2 passcode; open ports on Wi-Fi; WPA2 shared 
password with admin interface 

Wi-Fi Link MX No Yes   No vulnerabilities found; Bluetooth version available but not 
tested 

[Development 
Devices] 

No (optional) No Yes Remote firmware update via SMS command; no firmware 
encryption (CRC check only) 

Lemur Blue Driver  Yes No No No security at all; Passes arbitrary CAN to the vehicle 

Generic Yes Yes No Poor (passcode of 1234) or no security at all; Either Bluetooth 
or Wi-Fi 

Below are additional notes related to our testing of these devices. 

Audiovox Car Connection 

Website: http://www.mycar-connection.com/ 

The only connectivity on this device was cellular, so we did not monitor the traffic of the device itself, 
only the mobile app. Using the CERT Tapioca tool, we found that the app did not validate SSL 
certificates; however, firmware updates to the device were done over the cellular connection, so it is 
not known whether those updates used SSL. (We did not commence a man-in-the-middle attack of the 
cellular connection.) 

Automatic Link 

Website: https://www.automatic.com/ 

Device Power 

Two leads with alligator clips were connected from PIN 16 and 5 to a 12V battery. The battery was a 
12V lantern battery used to simulate the same 12V power that the vehicle provides to the device. 
There is a short “chirp” when the device is connected. 

Bluetooth Testing 
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Each Automatic is printed with a 6-digit PIN on the back of the device for use when connecting to it. 
According to prior research, these pre-printed PINs are vulnerable to re-pairing attacks. 

App Testing 

The Automatic Link has a mobile app that pairs to the dongle, providing Internet connectivity to the 
device and displaying information to the user. The app requires the user to create an account before 
pairing an Automatic Link with a phone. The registration process asks for your name, a username, and 
password to create an account. Once created, it asks the user for the 6 digit PIN printed on the back of 
the device. After this is entered, the app asks the user to plug the dongle into the vehicle. These steps 
are the start of the pairing process. From trial and error, we noticed that the dongle shuts off the 
pairing attempt after a few minutes, which is re-enabled after cycling the power. The phone must have 
connectivity to the Internet for the pairing process to work.  It is possible that there is a weakness in 
how the pre-printed Bluetooth PIN is generated, but this was not exploitable.  No other vulnerabilities 
were found. 

Development Devices 

CERT/CC tested various devices considered to be “development” or “unconfigured”.  These devices 
had very little to no security, with open ports on the WAN (cellular) side and the use of SMS 
commands to update firmware.  The SMS commands required no authentication and would attempt to 
download firmware from any chosen IP address, in the clear, without cryptographic verification.   
While these devices are considered “development,” there have been reports of the reseller being 
unable (or unwilling) to properly secure the devices they purchased from the manufacturer, leading to 
default configurations being deployed to the end user.  CERT/CC believes that these devices should 
be sold secure by default, with the reseller being explicitly forced to open ports and enable services. 

 

Lemur Blue Driver 

Website: http://www.lemurmonitors.com/ 

This device is a Bluetooth-only device with an associated app. It does not require a password or PIN 
for Bluetooth pairing, and allows a simple serial connection over Bluetooth. After this connection, a 
user within Bluetooth range can send any AT, CAN, or OBD-II command to the vehicle's internal 
network. The Blue Lemur app does not use SSL to download new firmware. 

Cell Control 

Website: https://www.cellcontrol.com/ 

Note: This device does not connect to the OBD-II port and definitely cannot be used to control 
the car! 

The Cell Control is a device that attaches to your windshield and connects to cell phones nearby via 
Bluetooth. The app also connects to the Internet. The primary purpose of the device is to monitor 
younger drivers and disable their cell phone (texting / calling) while driving. This device has a GPS so 
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it could theoretically be used to track a vehicle. However, we did not examine it in depth since it 
doesn't connect to the OBD-II port and has no access to the vehicle's internal network. 

OBDLink MX Wi-Fi 

Website: https://www.scantool.net/obdlink-mxbt/ 

The OBDLink MX is a Wi-Fi-only OBD-II device. It allows access only to the car's internal network 
and does not act as a Wi-Fi hotspot providing Internet access. It can pair with multiple mobile and 
desktop apps. 

We found no vulnerabilities in the device as configured. However, we are concerned that users will 
either change the Wi-Fi password to something simpler or connect the device to another Wi-Fi Access 
Point, such as a mobile hotspot in the car's telematics unit. These possibilities raise two risks: (1) that 
the Wi-Fi password chosen will be too weak and (2) that the device will now be directly connected to 
the Internet.   

(Verizon) Delphi Connect 

Website: http://www.delphiconnect.com/ 

The Connect contains a cellular modem and serves two purposes. It connects to the OBD-II port and 
provides diagnostic information about the vehicle to Verizon web servers. These servers then send the 
information back to the user's mobile device. The second purpose is to provide a mobile hotspot 
within the vehicle so that mobile devices can use the Internet connection over the same cellular mode. 

There were not any vulnerabilities that allowed us to access the vehicle's internal network. All access 
to the OBD-II port is through the cellular connection. The device does not appear to listen on any 
ports on the Internet, although we could ping it. 

The Wi-Fi hotspot has a unique but weak WPA2 password that was crackable in ~2 days. Cracking 
the password gave us access to the Internet connection as well as the traffic of any device connected to 
it. The Wi-Fi interface also listens on ports 53 and 80. There is an admin interface on port 80 using the 
same password as the Wi-Fi WPA2 password. The admin interface allowed us further access to the 
connected devices but no access to the OBD-II port. We were unable to access the underlying 
operating system or load malicious software. 

Generic OBD-II Devices 

There are many low-cost (~$10) OBD-II devices available on sites such as Amazon.com, EBay, and 
Ali Baba. These use many different brand names, but are all very similar. They consist of a CAN 
controller (usually ELM-327 or compatible) connected via serial to either a Bluetooth or Wifi chip. 
We physically tested one sample device and reviewed the documentation for a number of them. They 
all used simple, hardcoded passwords or PINS, such as “1234,” “0000,” or “12345678.” They cannot 
be updated. We classed all of these together in this report. 

After Bluetooth or Wi-Fi pairing, these can be easily accessed as a serial port. After connecting, a user 
can send any valid AT, CAN, or OBD-II commands.  
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Appendix D: Impact Scoring 

Table 5: Vulnerability Impacts from SAE (Ward, et al., 2013) 

Class Safety-Related Severity  Class Financial-Related Severity 

S0 No Injuries  S0 No financial loss 

S1 Light or moderate injuries  S1 Low-level loss (~$10) 

S2 Severe and life-threatening injuries (survival 
probable) 

Light or moderate injuries for multiple people 

 S2 Moderate loss (~$100) 

Low losses for multiple people 

S3 Life threatening (survival uncertain) or fatal 
injuries 

Severe injuries for multiple people 

 S3 Heavy loss (~$1,000) 

Moderate losses for multiple people 

S4 Life threatening or fatal injuries for multiple 
people 

 S4 Heavy losses for multiple people 

 
Class Privacy-Related Severity  Class Operational-Related Severity 

S0 No unauthorized access to data  S0 No impact on operational performance 

S1 Anonymous data only  S1 Impact not discernible to user 

S2 Identification (personally identifiable 
information) of person or technology 

Anonymous data for multiple people 

 S2 User aware of performance degradation 

Indiscernible impacts for multiple users 

S3 Tracking of individual or technology 

Identification of multiple people or 
technologies 

 S3 Significant impact on performance 

Noticeable impact for multiple users 

S4 Tracking of multiple people or technologies  S4 Significant impact for multiple users 

 

The STRIDE Threat Model (Microsoft, 2005) 

• Spoofing identity. An example of identity spoofing is illegally accessing and then using another 
user's authentication information, such as username and password. 

• Tampering with data. Data tampering involves the malicious modification of data. Examples 
include unauthorized changes made to persistent data, such as that held in a database, and the 
alteration of data as it flows between two computers over an open network, such as the Internet. 

• Repudiation. Repudiation threats are associated with users who deny performing an action 
without other parties having any way to prove otherwise—for example, a user performs an illegal 
operation in a system that lacks the ability to trace the prohibited operations. 

• Nonrepudiation refers to the ability of a system to counter repudiation threats. For example, a 
user who purchases an item might have to sign for the item upon receipt. The vendor can then use 
the signed receipt as evidence that the user did receive the package. 
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• Information disclosure. Information disclosure threats involve the exposure of information to 
individuals who are not supposed to have access to it—for example, the ability of users to read a 
file that they were not granted access to or the ability of an intruder to read data in transit between 
two computers. 

• Denial of service. Denial of service (DoS) attacks deny service to valid users—for example, by 
making a web server temporarily unavailable or unusable. You must protect against certain types 
of DoS threats simply to improve system availability and reliability. 

• Elevation of privilege. In this type of threat, an unprivileged user gains privileged access and 
thereby has sufficient access to compromise or destroy the entire system. Elevation of privilege 
threats include those situations in which an attacker has effectively penetrated all system defenses 
and becomes part of the trusted system itself, a dangerous situation indeed. 


	On Board Diagnostics: Risks and Vulnerabilities of the Connected Vehicle
	Executive Summary
	1 Background of Automotive Cybersecurity
	2 Architecture of OBD-II and CAN
	2.1 OBD-II Architecture
	2.2 CAN Bus Architecture

	3 Threat Model
	4 Vulnerabilities in Aftermarket OBD-II Devices
	5 Common Architectural Issues
	5.1 The Primary Processor
	5.2 The External Network Interface
	5.3 Undocumented Features
	5.4 Insecure Firmware Updates

	6 Recommendations
	Separate CAN communication from the network stack.
	Sign and encrypt firmware updates.
	Be secure by default.
	Obey the principle of least privilege.

	7 Conclusion
	Bibliography
	Appendix A: Testing Methodology
	Device Selection Criteria
	Research Questions
	Testing Infrastructure

	Appendix B: Test Plan
	Examine External Connections
	Architectural Issues
	Test Cases

	Content Issues
	Examine Internal Connections
	Passive Communications

	Appendix C: Test Results
	Audiovox Car Connection
	Automatic Link
	Development Devices
	Lemur Blue Driver
	Cell Control
	OBDLink MX Wi-Fi
	(Verizon) Delphi Connect
	Generic OBD-II Devices

	Appendix D: Impact Scoring
	The STRIDE Threat Model (Microsoft, 2005)




<<

  /ASCII85EncodePages false

  /AllowTransparency false

  /AutoPositionEPSFiles true

  /AutoRotatePages /None

  /Binding /Left

  /CalGrayProfile (Dot Gain 20%)

  /CalRGBProfile (sRGB IEC61966-2.1)

  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)

  /sRGBProfile (sRGB IEC61966-2.1)

  /CannotEmbedFontPolicy /Error

  /CompatibilityLevel 1.4

  /CompressObjects /Tags

  /CompressPages true

  /ConvertImagesToIndexed true

  /PassThroughJPEGImages true

  /CreateJobTicket false

  /DefaultRenderingIntent /Default

  /DetectBlends true

  /DetectCurves 0.0000

  /ColorConversionStrategy /CMYK

  /DoThumbnails false

  /EmbedAllFonts true

  /EmbedOpenType false

  /ParseICCProfilesInComments true

  /EmbedJobOptions true

  /DSCReportingLevel 0

  /EmitDSCWarnings false

  /EndPage -1

  /ImageMemory 1048576

  /LockDistillerParams false

  /MaxSubsetPct 100

  /Optimize true

  /OPM 1

  /ParseDSCComments true

  /ParseDSCCommentsForDocInfo true

  /PreserveCopyPage true

  /PreserveDICMYKValues true

  /PreserveEPSInfo true

  /PreserveFlatness true

  /PreserveHalftoneInfo false

  /PreserveOPIComments true

  /PreserveOverprintSettings true

  /StartPage 1

  /SubsetFonts true

  /TransferFunctionInfo /Apply

  /UCRandBGInfo /Preserve

  /UsePrologue false

  /ColorSettingsFile ()

  /AlwaysEmbed [ true

  ]

  /NeverEmbed [ true

  ]

  /AntiAliasColorImages false

  /CropColorImages true

  /ColorImageMinResolution 300

  /ColorImageMinResolutionPolicy /OK

  /DownsampleColorImages true

  /ColorImageDownsampleType /Bicubic

  /ColorImageResolution 300

  /ColorImageDepth -1

  /ColorImageMinDownsampleDepth 1

  /ColorImageDownsampleThreshold 1.50000

  /EncodeColorImages true

  /ColorImageFilter /DCTEncode

  /AutoFilterColorImages true

  /ColorImageAutoFilterStrategy /JPEG

  /ColorACSImageDict <<

    /QFactor 0.15

    /HSamples [1 1 1 1] /VSamples [1 1 1 1]

  >>

  /ColorImageDict <<

    /QFactor 0.15

    /HSamples [1 1 1 1] /VSamples [1 1 1 1]

  >>

  /JPEG2000ColorACSImageDict <<

    /TileWidth 256

    /TileHeight 256

    /Quality 30

  >>

  /JPEG2000ColorImageDict <<

    /TileWidth 256

    /TileHeight 256

    /Quality 30

  >>

  /AntiAliasGrayImages false

  /CropGrayImages true

  /GrayImageMinResolution 300

  /GrayImageMinResolutionPolicy /OK

  /DownsampleGrayImages true

  /GrayImageDownsampleType /Bicubic

  /GrayImageResolution 300

  /GrayImageDepth -1

  /GrayImageMinDownsampleDepth 2

  /GrayImageDownsampleThreshold 1.50000

  /EncodeGrayImages true

  /GrayImageFilter /DCTEncode

  /AutoFilterGrayImages true

  /GrayImageAutoFilterStrategy /JPEG

  /GrayACSImageDict <<

    /QFactor 0.15

    /HSamples [1 1 1 1] /VSamples [1 1 1 1]

  >>

  /GrayImageDict <<

    /QFactor 0.15

    /HSamples [1 1 1 1] /VSamples [1 1 1 1]

  >>

  /JPEG2000GrayACSImageDict <<

    /TileWidth 256

    /TileHeight 256

    /Quality 30

  >>

  /JPEG2000GrayImageDict <<

    /TileWidth 256

    /TileHeight 256

    /Quality 30

  >>

  /AntiAliasMonoImages false

  /CropMonoImages true

  /MonoImageMinResolution 1200

  /MonoImageMinResolutionPolicy /OK

  /DownsampleMonoImages true

  /MonoImageDownsampleType /Bicubic

  /MonoImageResolution 1200

  /MonoImageDepth -1

  /MonoImageDownsampleThreshold 1.50000

  /EncodeMonoImages true

  /MonoImageFilter /CCITTFaxEncode

  /MonoImageDict <<

    /K -1

  >>

  /AllowPSXObjects false

  /CheckCompliance [

    /None

  ]

  /PDFX1aCheck false

  /PDFX3Check false

  /PDFXCompliantPDFOnly false

  /PDFXNoTrimBoxError true

  /PDFXTrimBoxToMediaBoxOffset [

    0.00000

    0.00000

    0.00000

    0.00000

  ]

  /PDFXSetBleedBoxToMediaBox true

  /PDFXBleedBoxToTrimBoxOffset [

    0.00000

    0.00000

    0.00000

    0.00000

  ]

  /PDFXOutputIntentProfile ()

  /PDFXOutputConditionIdentifier ()

  /PDFXOutputCondition ()

  /PDFXRegistryName ()

  /PDFXTrapped /False



  /CreateJDFFile false

  /Description <<

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

    /BGR <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>

    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e9ad88d2891cf76845370524d53705237300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>

    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc9ad854c18cea76845370524d5370523786557406300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>

    /CZE <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>

    /DAN <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>

    /DEU <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>

    /ESP <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>

    /ETI <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>

    /FRA <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>

    /GRE <FEFF03a703c103b703c303b903bc03bf03c003bf03b903ae03c303c403b5002003b103c503c403ad03c2002003c403b903c2002003c103c503b803bc03af03c303b503b903c2002003b303b903b1002003bd03b1002003b403b703bc03b903bf03c503c103b303ae03c303b503c403b5002003ad03b303b303c103b103c603b1002000410064006f006200650020005000440046002003c003bf03c5002003b503af03bd03b103b9002003ba03b103c42019002003b503be03bf03c703ae03bd002003ba03b103c403ac03bb03bb03b703bb03b1002003b303b903b1002003c003c103bf002d03b503ba03c403c503c003c903c403b903ba03ad03c2002003b503c103b303b103c303af03b503c2002003c503c803b703bb03ae03c2002003c003bf03b903cc03c403b703c403b103c2002e0020002003a403b10020005000440046002003ad03b303b303c103b103c603b1002003c003bf03c5002003ad03c703b503c403b5002003b403b703bc03b903bf03c503c103b303ae03c303b503b9002003bc03c003bf03c103bf03cd03bd002003bd03b1002003b103bd03bf03b903c703c403bf03cd03bd002003bc03b5002003c403bf0020004100630072006f006200610074002c002003c403bf002000410064006f00620065002000520065006100640065007200200035002e0030002003ba03b103b9002003bc03b503c403b103b303b503bd03ad03c303c403b503c103b503c2002003b503ba03b403cc03c303b503b903c2002e>

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

    /HRV (Za stvaranje Adobe PDF dokumenata najpogodnijih za visokokvalitetni ispis prije tiskanja koristite ove postavke.  Stvoreni PDF dokumenti mogu se otvoriti Acrobat i Adobe Reader 5.0 i kasnijim verzijama.)

    /HUN <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>

    /ITA <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>

    /JPN <FEFF9ad854c18cea306a30d730ea30d730ec30b951fa529b7528002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a306b306f30d530a930f330c8306e57cb30818fbc307f304c5fc59808306730593002>

    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020ace0d488c9c80020c2dcd5d80020c778c1c4c5d00020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>

    /LTH <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>

    /LVI <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>

    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken die zijn geoptimaliseerd voor prepress-afdrukken van hoge kwaliteit. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)

    /NOR <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>

    /POL <FEFF0055007300740061007700690065006e0069006100200064006f002000740077006f0072007a0065006e0069006100200064006f006b0075006d0065006e007400f300770020005000440046002000700072007a0065007a006e00610063007a006f006e00790063006800200064006f002000770079006400720075006b00f30077002000770020007700790073006f006b00690065006a0020006a0061006b006f015b00630069002e002000200044006f006b0075006d0065006e0074007900200050004400460020006d006f017c006e00610020006f007400770069006500720061010700200077002000700072006f006700720061006d006900650020004100630072006f00620061007400200069002000410064006f00620065002000520065006100640065007200200035002e0030002000690020006e006f00770073007a0079006d002e>

    /PTB <FEFF005500740069006c0069007a006500200065007300730061007300200063006f006e00660069006700750072006100e700f50065007300200064006500200066006f0072006d00610020006100200063007200690061007200200064006f00630075006d0065006e0074006f0073002000410064006f0062006500200050004400460020006d00610069007300200061006400650071007500610064006f00730020007000610072006100200070007200e9002d0069006d0070007200650073007300f50065007300200064006500200061006c007400610020007100750061006c00690064006100640065002e0020004f007300200064006f00630075006d0065006e0074006f00730020005000440046002000630072006900610064006f007300200070006f00640065006d0020007300650072002000610062006500720074006f007300200063006f006d0020006f0020004100630072006f006200610074002000650020006f002000410064006f00620065002000520065006100640065007200200035002e0030002000650020007600650072007300f50065007300200070006f00730074006500720069006f007200650073002e>

    /RUM <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>

    /RUS <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>

    /SKY <FEFF0054006900650074006f0020006e006100730074006100760065006e0069006100200070006f0075017e0069007400650020006e00610020007600790074007600e100720061006e0069006500200064006f006b0075006d0065006e0074006f0076002000410064006f006200650020005000440046002c0020006b0074006f007200e90020007300610020006e0061006a006c0065007001610069006500200068006f0064006900610020006e00610020006b00760061006c00690074006e00fa00200074006c0061010d00200061002000700072006500700072006500730073002e00200056007900740076006f00720065006e00e900200064006f006b0075006d0065006e007400790020005000440046002000620075006400650020006d006f017e006e00e90020006f00740076006f00720069016500200076002000700072006f006700720061006d006f006300680020004100630072006f00620061007400200061002000410064006f00620065002000520065006100640065007200200035002e0030002000610020006e006f0076016100ed00630068002e>

    /SLV <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>

    /SUO <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>

    /SVE <FEFF0041006e007600e4006e00640020006400650020006800e4007200200069006e0073007400e4006c006c006e0069006e006700610072006e00610020006f006d002000640075002000760069006c006c00200073006b006100700061002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400200073006f006d002000e400720020006c00e4006d0070006c0069006700610020006600f60072002000700072006500700072006500730073002d007500740073006b00720069006600740020006d006500640020006800f600670020006b00760061006c0069007400650074002e002000200053006b006100700061006400650020005000440046002d0064006f006b0075006d0065006e00740020006b0061006e002000f600700070006e00610073002000690020004100630072006f0062006100740020006f00630068002000410064006f00620065002000520065006100640065007200200035002e00300020006f00630068002000730065006e006100720065002e>

    /TUR <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>

    /UKR <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>

    /ENU (Use these settings to create Adobe PDF documents best suited for high-quality prepress printing.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)

  >>

  /Namespace [

    (Adobe)

    (Common)

    (1.0)

  ]

  /OtherNamespaces [

    <<

      /AsReaderSpreads false

      /CropImagesToFrames true

      /ErrorControl /WarnAndContinue

      /FlattenerIgnoreSpreadOverrides false

      /IncludeGuidesGrids false

      /IncludeNonPrinting false

      /IncludeSlug false

      /Namespace [

        (Adobe)

        (InDesign)

        (4.0)

      ]

      /OmitPlacedBitmaps false

      /OmitPlacedEPS false

      /OmitPlacedPDF false

      /SimulateOverprint /Legacy

    >>

    <<

      /AddBleedMarks false

      /AddColorBars false

      /AddCropMarks false

      /AddPageInfo false

      /AddRegMarks false

      /ConvertColors /ConvertToCMYK

      /DestinationProfileName ()

      /DestinationProfileSelector /DocumentCMYK

      /Downsample16BitImages true

      /FlattenerPreset <<

        /PresetSelector /MediumResolution

      >>

      /FormElements false

      /GenerateStructure false

      /IncludeBookmarks false

      /IncludeHyperlinks false

      /IncludeInteractive false

      /IncludeLayers false

      /IncludeProfiles false

      /MultimediaHandling /UseObjectSettings

      /Namespace [

        (Adobe)

        (CreativeSuite)

        (2.0)

      ]

      /PDFXOutputIntentProfileSelector /DocumentCMYK

      /PreserveEditing true

      /UntaggedCMYKHandling /LeaveUntagged

      /UntaggedRGBHandling /UseDocumentProfile

      /UseDocumentBleed false

    >>

  ]

>> setdistillerparams

<<

  /HWResolution [72 72]

  /PageSize [612.000 792.000]

>> setpagedevice



