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Congestion Control Using Predictive Approach in
Mobile Ad Hoc Network
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Abstract- The Active Queue Management algorithms stabilize
the instantaneous queue length through mapping the congestion
measurement into packet drop probability to achieve high
throughput and low average delay. Random Early Detection
[RED] is widely used AQM mechanism detecting and avoiding
the incipient congestion. The detection of congestion is based on
priori estimation of congestion and calculation of average queue
length and RED queue parameter settings. This paper describes
the research work done in recent and new mechanism to
estimates the network congestion and avoiding them, so that
network performance will improve. Our goal in this paper is to
achieve high throughput and low end to end delay in congested
network.
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I INTRODUCTION

Mobile Ad hoc Network (MANET) [1] is self-organizin
network of mobile devices which does not relayriy &xed
infrastructure. MANET nodes can be personal devireh
as laptop, mobile phones and personal digital &@sxie
(PDA’s). Nodes in MANET can take part
communication if they are in the range of netwamkd can
move freely within transmission range of networkl amodes
Which are outside the transmission range of netwariknot
take part in communication. The dynamic nature ¢iNET
with limited resources that can vary with time suah

in the

Due to an exponential increase in network traffitany
congestion control mechanisms have been proposed,
including the deployment of explicit congestionification
(ECN), along with active queue management (AQM)
techniques.

Traditional Queue Management such as Drop-tail @ueu
Management, this mechanism allow packet to entqueue

till the queue is empty and drop the entire incajpackets
when queue gets full. In drop tail there is no auch
approach for early detection of congestion in nekwa. in
congested network packet drop is common problemrend
forwarding of all dropped packets will consume rgses
such as battery power, transmission link and piogs
power of nodes. This technique results in someossri
drawbacks. Thus, Drop tail queues are not suited to
interactive network applications because the dadlp-t
gueues are always full or close to full for longipds of
time and packets will continuously dropped whendbeue
reached its maximum length.

. RANDOM EARLY DETECTION

Floyds et al proposed Random Early Detection (RBPin

1993. The basic idea of this mechanism is thatdhger can
detect incipient congestion by monitoring the agergueue
length. Once the congestion is detected, routesctelthe

battery power, storage space bandwidth makes Q@8urce terminal to notify the congestion. So therce

provisioning, a challenging problem. To preventgestion,
the current internet use end-to-end congestionrabj], in
this mechanism end host are responsible for detecif
congestion and packet loss is treated as implarigestion
notification signal from routers. After detectiohiacipient

congestion, packet transmission rate is reducetktoease

the congestion level.
One of recent research areas for the network lsrsggsome
mechanism to avoid high packet loss rates. Wheachat is

dropped before it reaches to its destination,helresources
has been consumed in transit are inevitably washed.

extreme cases, this situation can lead to congesbtiapse

in which high degrees of packet delay and loss mccu

caused by routers discarding packets due to exeegsieue

size. Congestion control and queue management én th

network has been one of the active areas of rdsearithe

past few years. Few enhancements have been magienigy

researchers to solve the problems of high paclet tates.

Loss rates are especially high during heavy network
congestion, when a large number of connections etenp

for limited network bandwidth.
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terminal can reduce the data transmission raterédfte
gueue overflow, and try to alleviate the networkgestion.
RED [4][5] algorithm consists of two steps: thesfistep is
to calculate the average queue length, and thendestep is
to calculate the packet drop probability. Packebpdr
probability is used to decide whether to drop theket or
not, packet drop is treated as the signal of cdiayes

Initialization
avg =
count = 1
end
for each packet arrival
calonlate the new average gueune size
if the gquene is nonempty
avg = (I - wq) * avg + wq * q
else
m = fitime - q time)
avg = (I - wg)"m * avg
end
if minth <= avg < maxth
increment count
calculate probability ‘pa’
pb = maxp * (avg - minth) / (maxth - minth)
pa = pb f {1 - count * pb)
end
with probability ‘pa’
mark the arriving packet
count = o
end

‘avg’

end

elge if maxth <= avyg
mark the arriving packet
count = ¢

end

else
count = -1

end

Pradeep Kumar Mishra, Asst. professor, Department of computer
science and engineering, Oriental institute of rezée and technology,

Bhopal, M.P., India. Figure 1: RED queue management algorithm
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A. Calculation of the Average Queue Length

RED calculates the average queue length Aoy using
the following formula:

Avgg= (1-Wp) * Avgq+ g *W,

Here, W, represents the weighted value, and q represests

actual queue length in the sampling moments.
B. Calculation of the Packets Drop Probability

RED has two thresholds Mjnand May,, which are related
with queue length. When the packet reaches themroRED

V. RELATED WORKS

Several solutions have been proposed in the litexdor the
Queue Management in Mobile Ad hoc Networks
(MANET's). Some of them are as follows:

K. Dinesh Kumar et al propose a predictive queue

{hanagement strategy named PAQMAN [7] that proalgtive

manages the queue which requires negligible cortipotd
overhead and is lightweight. PAQMAN does not regainy
prior knowledge of the traffic model, this redudeacket
loss, Increases transmission efficiency. The peréorce
has been compared with drop tail and those reshitie that
PAQMAN reduces packet loss ratio while at the saime

calculates the average of the queue length jAvgncreasing transmission efficiency.

immediately. Then it determines the packet drofhabdlity
based on Avg, Miny, and Max, . When avgis greater than
Maxy, all packets are discarded, and the packet lossgdt
When Avg, is between Mip and May, we have the
following Packet Drop Probability (PDP) formula:

Py, = Max, * (Avgg-Ming,) / (Max,-Ming).... (2)
P =R/ (1-count*B)

Packet drop probability is used to decide whetbelrop the
packet or not, packet drop is treated as the sigrfal
congestion.

.  ARED
Adaptive RED, which is abbreviating for ARED [8F &

Zhenyu et al propose an AQM scheme with dynamic
reference queue threshold named ARTAQM [8]. Adaptn
dynamic reference queue is the prominent feature of
ARTAQM. Using an adaptive filtering algorithm NOEKF
the predicted traffic rate can be calculated. Byanseof
measuring PLR and average traffic rate, the estichat
average traffic rate in the next time can be dedudée
difference of the estimated average rate and tkectpacity

is the input of squashing function to adjust théenence
gueue. Therefore, the relationship between traifiodition
and the reference queue length is established. |&iom
results are compared with other schemes, ARTAQMrsff
stable and flexible queue length reduces packet tato
and increases link utilization. Simulation resudteow that
ARTAQM outperforms than other schemes in terms of
queue stability, less packet loss ratio and highek

kind of improved RED algorithm. ARED presents arbtilization.

automatic configuration mechanism, which can canfyg

MRED algorithm [9], it is modified from RED algohiin as

the parameters Maswaccording to the stream changes. Thés name. In addition to the condition of Avgg > Mathe
basic idea of ARED is make RED more or less aggress primary idea of MRED algorithm takes an extra ctiodiof

based on the observation of the average queuehlelfighe

g > Max, into account to decide if packets are dropped

average queue length remains around minimum thigshdlirectly. MRED algorithm can provide higher transgion

(Ming,) then early detection is simply too aggressive.tkgn

throughput and avoid the sensitivity of RED perfance to

other side if the average queue length remains narouthe parameter setting. And Progressive Random Early
maximum threshold (Ma®, then early detection is being Detection (PRED) algorithm improved by the progness
too conservative. The algorithm changes the packagjustment method is proposed. It regulates thekgtac

dropping probability according to its aggressivenssnsed.
Thus it can to maintain the average queue lengtivemn

dropping probability (PDP) progressively by compgrthe
instantaneous queue size with the progressive mawim

Ming, and May,. If the average queue length swings aroungueue threshold parameter®RED not only adopts the

Miny,, it shows the congestion control is too radidadnt we
decrease Max, and let
Max, = Max, / a

V. EXPLICIT CONGESTION NOTIFICATION

Random Early Detection [6] drops packet early, befo

gueue becomes full to detect the incipient congesfi his

mechanism has some drawbacks such as drop sometpac,

are dropped before even there is available queages his
mechanism sometime unnecessarily drops packets. IEC
an optional feature that is only used when bothramand
destination also routers in the path support it &odh
endpoints are willing to use it. ECN permits enektal
notification of network congestion by marking Costjen
Experience [CE] bit in IP header of packet withdtdpping
them. When ECN is successfully negotiated, routsichvis

ECN-aware may set a mark in the IP header to sign

incipient congestion. The receiver of the packdtoes the
congestion indication to the source, Source upcepion
of natification from destination reduces packehsmission
rate thus packet loss is reduces and resourcemaserved.
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instantaneous queue size to adjust the maximunstbole
adaptively, but also regulates the packet dropping
probability progressively by comparing the instaetaus
gueue size with the progressive maximum queue hblés
parameters. Hence, the proposed PRED algorithnkeap
advantages of conventional RED.
Torres Rob et al presented an innovative TCP [1@) f
ontrol method. This algorithm combines RED (Random
arly Detection) with TCP window adjustment to irope

Nthe network performance. Taking the advantages BD R

and window adjustment, the algorithm demonstrates
superior stability and fast response with contoblfgcket
dropping rate, and still fully utilizing the networesource.
Author presented a novel analytical model basedthen
discrete Markov process in this research. Analysisl
simulation show the effectiveness and robustnesshef
allgorithm. The result of the algorithm shows thailesfully
utilizing the network resource this scheme achieves
increased network stability with desired latency qacket
dropping rate.




International Journal of Soft Computing and Engineering (1JSCE)
| SSN: 2231-2307, Volume-3, I ssue-4, September 2013

VI. NETWORK PERFORMANCE PARAMETERS IN

MANET [

Network performance refers to the service quality o
providers to the customer. Performance parametersased
to measure the quality of services of the netwdikese
parameters are given below.

(2

A. Average end to end Delay

The average end-to-end delay [1] of data packetthas [3j
interval between the data packet generation ting the
time when the last bit arrives at the destinatiénd-to-end
delay generally includes all delays, along the piatm
source to destination. This includes the transmssielay,
processing delay, propagation delay, queuing delas]
experienced at every node in the route.

B. Network Throughput (6]

Network throughput is the average rate of succéssfu
message delivery over a communication channgl]
Throughput is measured in bits per second (bp$t/s),band

sometimes in data packets per time slot or datagteper (8l
second. [9]

C. Packet loss ratio

Packet loss occurs when one or more packets of data
traveling across a computer network fail to reabhirt
destination. Packet loss is calculated as total pasket to
the total no of transmitted packets.

[10]

VIl.  PROPOSED SOLUTION

Congestion occurs in the situation when the demfand
resources exceeding the available capacity. Coiogest
control mechanism control congestion either before
congestion occur or after congestion actually aszr
Proposed congestion control mechanism is based on
controlling congestion before it occurs. This metha is
based on detection of incipient congestion usingd’an
Early Detection with prediction of congestion levahd
timing in which it become burst. Prediction will d& on
following assumption:

1) Segmented queue size Q into n stages given to an
arbitrary value by request.

2) The coefficient X (O<Xo<X|<...<X, 1< X=l) varies
between 0 and 1 based on its position from empguguo
maximum available queue size, segments the maximum
gueue size Q progressively as the progressive nuamim
gueue threshold parameters Q*Xn-1.

3) The shifting factors S, Si, S,---Si1)

Shifting factor S will be based on calculation ate of
change in congestion level in regular interval anthpares
with the congestion level with the previous interval.

VIIl. EXPECTEDOUTCOME

RED queue management algorithm performance is rbette
than traditional queue management algorithm, bst it
performance in most cases is affected by settingquaefue
parameters. Proposed algorithm will predict theavedr of
network by monitoring the rate of change in conigest
level in regular interval and compares with the gestion
level with the previous interval. Based on the poéoh
proper action will be taken to decrease the comgestvel,

this work will reduce the congestion in Mobile Adcd
Network [MANET] and will improve performance.
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