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Terminology for Version 6.2.2
The terminology and branding used in Version 6.2.2 may differ from the terminology used in previous releases,
as summarized in the following table. For more information about terminology and branding changes, see the
Firepower Compatibility Guide.

Table 1: Product Terminology and Branding in Version 6.2.2

DescriptionName(s)

Refers to the product lineFirepower

Firepower System

Refers to Firepower management software running
on physical or virtual Firepower platforms

Firepower Management Center

Management Center

Refers to Firepower software running on an ASA
operating system installed on an ASA platform

Cisco ASA with FirePOWER Services

ASA device running an ASA FirePOWER module

ASA FirePOWER module

Refers to ASA FirePOWER module's local
configuration interface, accessible with ASDM

ASA FirePOWER module managed via ASDM

Refers to Firepower Threat Defense software running
on a Firepower operating system installed on an ASA,
Firepower 2100 Series, Firepower 4100 Series,
Firepower 9300 appliance, or virtual platform

Firepower Threat Defense

Refers to Firepower Threat Defense's local
configuration interface, accessible with specific
Firepower Threat Defense platforms

Firepower Device Manager or FDM
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https://www.cisco.com/c/en/us/td/docs/security/firepower/compatibility/firepower-compatibility.html


Documentation for Version 6.2.2
The following documents were updated for Version 6.2.2 to reflect the addition of new features and functionality
and to address reported documentation issues:

• Firepower Management Center Configuration Guide and online help

• Cisco Firepower Threat Defense Configuration Guide for Firepower Device Manager and online help

• Command Reference for Firepower Threat Defense

• ASA with FirePOWER Services Local Management Configuration Guide

• Command Reference for Firepower Threat Defense

• Cisco Firepower Threat Defense Virtual Using Firepower Device Manager Deployment Quick Start
Guide

• Cisco Firepower 2100 Series Hardware Installation Guide

• Regulatory Compliance and Safety Information—Cisco Firepower 2100 Series

• Cisco Firepower Threat Defense for the Firepower 2100 Series Using Firepower Management Center
Quick Start Guide

• Cisco Firepower Threat Defense for the Firepower 2100 Series Using Firepower Device Manager Quick
Start Guide

• Cisco Firepower 2100 Series Faults and Error Messages

• Cisco FXOS Troubleshooting Guide for the Firepower 2100 Series

• Firepower System Event Streamer Integration Guide

• Firepower REST API Quick Start Guide

• Cisco Firepower Compatibility Guide

• Open Source Used in Firepower System Version 6.2.2

• Cisco Firepower System Feature Licenses

For additional information about updating and configuring your system, see the documents in the Cisco
Firepower System Documentation Roadmap.

For the ASA documentation roadmap and release notes (including known issues) for parallel ASA versions,
see Navigating the Cisco ASA Series Documentation.

For the FXOS documentation roadmap and release notes (including known issues) for parallel FXOS versions,
see Navigating the Cisco FXOS Documentation.

Known Documentation Issues in Version 6.2.2
• The Firepower Management Center Configuration Guide does not state that if you deploy an access
control rule, SSL rule, or identity rule with geolocation network conditions and the system detects an IP
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https://www.cisco.com/c/en/us/td/docs/security/firepower/622/configuration/guide/fpmc-config-guide-v622.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/622/fdm/fptd-fdm-config-guide-622.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/622/fdm/fptd-fdm-config-guide-622.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/622/asa-fp-services/asa-with-firepower-services-local-management-configuration-guide-v622.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/command_ref/b_Command_Reference_for_Firepower_Threat_Defense.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/quick_start/vmware/ftdv/ftdv-fdm-vmware-qsg.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/quick_start/vmware/ftdv/ftdv-fdm-vmware-qsg.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/2100/hw/guide/b_install_guide_2100.html
https://www.cisco.com/c/dam/en/us/td/docs/security/firepower/2100/hw/regulatory/compliance/RCSI-0318-book.pdf?dtid=osscdc000283
https://www.cisco.com/c/en/us/td/docs/security/firepower/quick_start/fp2100/ftd-fmc-2100-qsg.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/quick_start/fp2100/ftd-fmc-2100-qsg.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/quick_start/fp2100/ftd-fdm-2100-qsg.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/quick_start/fp2100/ftd-fdm-2100-qsg.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/2100/faults/621/FirepowerFaultsErrorsRef_2100_Series.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/2100/troubleshoot_fxos/b_2100_CLI_Troubleshoot/about_the_firepower_2100_security_appliance_cli.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/622/api/eStreamer/EventStreamerIntegrationGuide_622.html
https://www.cisco.com/�/�www.cisco.com/�c/�en/�us/�td/�docs/�security/�firepower/�622/�api/�REST/�Firepower_�REST_�API_�Quick_�Start_�Guide_�622.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/compatibility/firepower-compatibility.html
http://www.cisco.com/c/dam/en/us/td/docs/security/firepower/622/license/opensource/Open-Source-Cisco-Firepower-v622.pdf
https://www.cisco.com/c/en/us/td/docs/security/firepower/roadmap/firepower-licenseroadmap.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/roadmap/firepower-roadmap.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/roadmap/firepower-roadmap.html
https://www.cisco.com/c/en/us/td/docs/security/asa/roadmap/asaroadmap.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/fxos/roadmap/fxos-roadmap.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/622/configuration/guide/fpmc-config-guide-v622.html


address that appears to be moving from country to country, the system incorrectly reports the continent
rule as unknown country.

• Online help is missing some information about Cisco Threat Intelligence Director configuration.
Specifically, the topicConfigure Policies to Support TID is missing information about SSL. Themissing
information is: If you choose Intrusion Prevention as the default action for the access control policy and
you want to decrypt traffic for TID detection, associate an SSL policy with the access control policy; see
the topic “Associating Other Policies with Access Control in the Firepower Management Center
Configuration Guide. The Firepower Management Center Configuration Guide Version 6.2.2 is correct.
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https://www.cisco.com/c/en/us/td/docs/security/firepower/622/configuration/guide/fpmc-config-guide-v622/threat_intelligence_director_tid.html#id_55372
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